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ABSTRACT
The deficiencies of traditional password-based access systems have become more acute as these systems have grown in size and scope. Researchers are actively investigating ways to improve the security of password systems or offer replacements. One category of improvements uses keystroke biometrics, an approach which seeks to identify an individual by their typing characteristics. 
Since 1980, a number of techniques have been proposed for accurately harnessing keystroke dynamics for system authentication and other novel uses. But do these systems deliver on their promise to increase system security and simultaneously ease the burden of logging into systems and remembering passwords? And do databases of users' keystroke profiles present additional privacy concerns? 

The keystroke bio metrics is used with the application in news reporting system. It will detect the person who send the news is the reporter or some other person who hacked the user name and password of the system. First the pattern of the reporter is stored with the server system. Server after receiving the text then it matches with the text pattern information in it.
Today, all computer based system claims for more sophisticated mechanisms to guarantee the information security. The fast evolution of communication systems provided us a great volume of information anywhere any time. The security question became proprietary. Making these systems reliable and secure is one of the most important challenges of the communication evolution.
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	Classes represent a collection of similar entities grouped together.
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	Association represents a static relationship between classes.
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	Aggregation is a form of association. It aggregates several classes into single class.
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	Actors are the users of the system and other external entity that react with the system.
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	A use case is a interaction between the system and the external environment.
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	It is used for additional process communication.
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	It is the communication between various use cases.
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	It represents the state of a process. Each state goes through various flows.
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	It represents the initial state of the object.

	10
	Final State
	
[image: image10.png]



	It represents the final state of the object.
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	It represents the various control flow between the states.
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	Components represent the physical components used in the system.
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	Deployment diagrams use the nodes for representing physical modules, which is a collection of components.
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	A circle in DFD represents a state or process which has been triggered due to some event or action.
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	It represent any external entity such as keyboard, sensors etc which are used in the system.
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	It represent any communication that occurs between the processes.
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	Object lifelines represents the vertical dimension that objects communicates.
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	It represents the messages exchanged.
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