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ABSTRACT
VANETs (Vehicular Ad hoc Networks) are highly mobile wireless ad hoc networks and will play an important role in public safety communications and commercial applications. Routing of data in VANETs is a challenging task due to rapidly changing topology and high speed mobility of vehicles. Position based routing protocols are becoming popular due to advancement and availability of GPS devices. One of the critical issues of VANETs are frequent path disruptions caused by high speed mobility of vehicle that leads to broken links which results in low throughput and high overhead . This paper argues the use of information on vehicles’ movement information (e.g., position, direction, speed of vehicles) to  redict a possible link-breakage event prior to its occurrence. So in this paper we propose a Reliable Directional Greedy routing (RDGR), a reliable position based routing approach which obtains position, speed and direction of its neighboring nodes from GPS. This approach incorporates potential score based strategy, which calculates link stability between neighbor nodes in distributed fashion for reliable forwarding of data packet. 
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1. INTRODUCTION
Recent advances in wireless technologies have made inter-vehicular communications (IVC) possible in mobile ad hoc networks (MANETs) and this has given birth to a new type of MANET known as the vehicular ad hoc networks (VANETs). Internetworking over VANETs has been gaining a great deal of momentum over the past few years. VANETs is a form of mobile ad hoc network providing communications among nearby vehicles as well as between vehicles and nearby fixed equipment, usually described as roadside equipment. Vehicles are becoming “computer networks on wheels” and acts as mobile nodes of the network. VANET technology integrates ad hoc network, wireless LAN (WLAN) and cellular technology to achieve intelligent Inter-Vehicle Communications (IVC) and Roadside-to-Vehicle Communications (RVC).

 VANETs are a special case of MANETs and both are characterized by the movement and self-organization of the nodes. However, unlike MANETs, the mobility of vehicles in VANETs is, in general, constrained by predefined roads. Vehicle velocities are also restricted according to speed limits, level of congestion in roads, and traffic control mechanisms. In addition, given the fact that future vehicles can be equipped with devices with potentially longer transmission ranges, rechargeable source of energy, and extensive onboard storage capacities, processing power and storage efficiency are not an issue in VANETs as they are in MANETs. From these features, VANETs are considered as an extremely flexible and relatively “easy-to-manage” network pattern of MANETs. Due to recent developments in the VANET field, a number of attractive applications, which are unique for the vehicular setting, have emerged. VANET applications include onboard active safety systems that are used to assist drivers in avoiding collisions and to coordinate among them at critical points such as intersections and highway entries. It is beneficial in providing intelligent transportation system (ITS) as well as drivers and passenger’s assistant services.


Safety systems may intelligently disseminate road information, such as incidents, real-time traffic congestion, high-speed tolling, or surface condition to vehicles in the vicinity of the subjected sites. This helps to avoid platoon vehicles and to accordingly improve road capacity. With such active safety systems, the number of car accidents and associated damage are expected to be largely reduced. In addition to the aforementioned safety applications, IVC communications can also be used to provide comfort applications. The latter may include weather information, gas station or restaurant locations, mobile e-commerce, infotainment applications, and interactive communications such as Internet access, music downloads, and content delivery.

 VANETs have similar or different radio interface technologies, employing short-range to medium-range communication systems. The radio range of VANETs is several hundred meters, typically between 250 and 300 meters. In US, the Federal Communications Commission (FCC) has allocated 75 MHz in 5.9 GHz band for licensed Dedicated Short Range Communication (DSRC) for vehicle-to-vehicle and vehicle to infrastructure communications. Recently, the promises of wireless communications to support vehicular applications have led to several research projects around world. National Highway Traffic Safety Administration (NHTSA) and the automotive OEMs created the Vehicle Safety Communication Consortium (VSCC) to promote V2V networking for safety. 

Governments and prominent industrial corporations, suchas Toyota, BMW, and Daimler–Chrysler, have launched  important projects for IVC communications. Advanced Driver Assistance Systems  (ADASE2) [1], Crash Avoidance Metrics Partnership (CAMP) [2], Chauffeur in EU [3],CarTALK2000 [4], FleetNet [5 , California Partners for Advanced Transit and Highways (California PATH) [6],DEMO 2000 by Japan Automobile Research Institute (JSK), Electronic Toll Collection service (ETC), Advanced Cruise-Assist Highway System (AHS), Vehicle Information and Communication System (VICS) [7], AutoNet [8], Path [9], C2C-CC project [10] in Europe, and the related projects include Safety Support [11], PReVENT project [12], Network on Wheels project  [13], COMeSafety [14] etc are few notable examples. The Internet ITS (Intelligent Transportation Systems) Consortium [15] in Japan is one of the samples of VANETs projects. These projects are a major step toward the realization of intelligent transport services. The design of effective vehicular communications poses a series of technical challenges. Guaranteeing a stable and reliable routing mechanism over ANETs is an important step toward the realization of effective vehicular communications. Existing routing protocols, which are traditionally designed for MANET, do not make use of the unique characteristics of VANETs and are not suitable for vehicle-to-vehicle communications over VANETs. 

Indeed, the control messages in reactive protocols and route update timers in proactive protocols are not used to anticipate link breakage. They solely indicate presence or absence of a route to a given node. Consequently, the route maintenance process in both protocol types is initiated only after a link-breakage event takes place. When a path breaks, not only portions of data packets are lost, but also in many cases, there is a significant delay in establishing a new path. This delay depends on whether another valid path already exists (in the case of multipath routing protocols) or whether a new route-discovery process needs to take place. The latter scenario introduces yet another problem. In addition to the delay in discovering new paths, flooding required for path discovery would greatly degrade the throughput of the network as it introduces a large amount of network traffic. In a highly mobile system such as VANET, where link breakage is frequent, flooding requests would largely degrade the system performance due to the introduction of additional network traffic into the system and interruption in data transmission.

2. RELATED RESEARCH

In this section, we briefly summarize the characteristics of VANETs related to routing and also we will survey the existing routing schemes in both MANETs and VANETs in vehicular environments.


VANET
With the Internet becoming an increasingly significant part of our lives, the dream of a WiFi-enabled city is becoming closer and closer to reality. One of the hindrances to that dream, however, is the high router requirement; for wireless internet to blanket a city, thousands of wireless routers must be strategically placed to ensure constant coverage. Since this is a process that can become quite complicated and costly, researchers at UCLA began looking for an existing technology to which routers could be attached or involved. Since Los Angeles is a city already plagued with traffic problems, the UCLA Vehicular Network Lab was established to study the possibility of wirelessly connected automobiles.

 HOW IT WORKS 
The Vehicular Ad-Hoc Network, or VANET, is a technology that uses moves cars as nodes in a network to create a mobile network. VANET turns every participating car into a wireless router or node, allowing cars approximately 100 to 300 metres of each other to connect and, in turn, create a network with a wide range. As cars fall out of the signal range and drop out of the network, other cars can join in, connecting vehicles to one another so that a mobile Internet is created. It is estimated that the first systems that will integrate this technology are police and fire vehicles to communicate with each other for safety purposes.
ORGANIZATIONAL USES: THE CONS 
While the Internet can be a useful productivity tool, it can also prove to be quite distracting, resulting in safety and actually time-wasting concerns. Like cellular phones, the Internet can be tempting and can distract users from the road. Checking emails, surfing the web or even watching YouTube videos can engross drivers and lead to accidents.
Similarly, while drivers may have the opportunity to do work while on the road, they also may use this opportunity to engage in other leisurely tasks, such as VoIP with family, watch news highlights or listen to podcasts.

THE FINAL WORD 
While still years away, VANET is a technology that could significantly increase productivity during times that are usually unproductive. However, to achieve this, VANET users must first overcome the leisurely temptations and distractions that the Internet provide
2 A Framework for Realistic Vehicular Mobility Models
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In the literature, vehicular mobility models are usually classified as either microscopic or macroscopic. When focusing on a macroscopic point of view, motion constraints such as roads, streets, crossroads, and traffic lights are considered. Also, the generation of vehicular traffic such as traffic density, traffic flows, and initial vehicle distributions are defined. The microscopic approach, instead, focuses on the movement of each individual vehicle and on the vehicle behavior with respect to others. Yet, this micro-macro approach is more a way to analyze a mobility model than a formal description. Another way to look at mobility models is to identify two functional blocks: Motion Constraints and Traffic Generator. Motion Constraints describe how each vehicle moves (its relative degree of freedom), and is usually obtained from a topological map. Macroscopically, motion constraints are streets or buildings, but microscopically, constraints are modeled by neighboring cars, pedestrians, or by limited roads diversities either due to the type of cars or to drivers’ habits. 
The Traffic Generator, on the other hand, generates different kinds of cars, and deals with their interactions according to the environment under study. Macroscopically, it models traffic densities or traffic flows, while microscopically,
it deals with properties like inter-distances between cars, acceleration or braking.

The framework states that a realistic mobility model should include:
 Accurate and Realistic topological maps: Such maps should manage different densities of roads, contains multiple lanes, different categories of
streets and associated velocities. 
  Smooth deceleration and acceleration: Since vehicles do not abruptly break and move, deceleration and acceleration models should be considered.
 Obstacles: We require obstacles in the large sense of the term, including   both mobility and wireless communication obstacles.
 Attraction points: As any driver knows, initial and final destination are anything but random. And most of the time, drivers are all driving in similar final destinations, which creates bottlenecks. So macroscopically speaking, drivers move between a repulsion point towards an attraction point using a driver’s preferred path.
 Simulation time: Traffic density is not uniformly spread around the day. An
heterogeneous traffic density is always observed at some peak time of days,
such as Rush hours or Special Events.
 Non-random distribution of vehicles: As it can be observed in real life, cars initial positions cannot be uniformly distributed in a simulation area, even between attraction points. Actually, depending of the Time configuration, the density of cars at particular centers of interest, such as homes, offices, shopping malls are preferred.
 Intelligent Driving Patterns: Drivers interact with their environments, not only with respect to static obstacles, but also to dynamic obstacles, such as neighboring cars and pedestrians. Accordingly, the mobility model should control vehicles mutual interactions such as overtaking, traffic jam, preferred paths, or preventive action when confronted to pedestrians. The approach can be graphically illustrated by a concept map for vehicular mobility models, as depicted in Figure

Drawdacks of routing protocols in MANET and VANET
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2.1. VANETs Characteristics
In the following, we only summarize the uniqueness related to routing of VANETs compared with MANETs. 

Unlimited transmission power: 
Mobile device power issues are not a significant constraint in vehicular Networks. Since the vehicle itself can provide continuous power to computing and communication devices. 

High computational capability: 
Operating vehicles can afford significant computing, communication and sensing capabilities. 

Highly dynamic topology:
 Vehicular network scenarios are very different from classic ad hoc networks. In VANETs, vehicles can move fast. It can join and leave the network much more frequently than MANETs. Since the radio range is small compared with the high speed of vehicles (typically, the radio range is only 250 meters while the speed for vehicles in freeway will be 30m/s). This indicates the topology in VANETs changes much more  frequently


Predicable Mobility:
 Unlike classic mobile ad hoc networks, where it is hard to predict the nodes’ mobility, vehicles tend to have very predictable movements that are (usually) limited to roadways. The movement of nodes in VANETs is constrained by the layout of roads. Roadway information is often available from positioning systems and map based technologies such as GPS. Each pair of nodes can communicate directly when they are within the radio range.

Potentially large scale:
 Unlike most ad hoc networks studied in the literature that usually assume a limited network size, vehicular networks can in principle extend over the entire road network and so include many participants. 

Partitioned network: 
Vehicular networks will be frequently partitioned. The dynamic nature of traffic may result in large inter vehicle gaps in sparsely populated scenarios and hence in several isolated clusters of nodes. Network connectivity: The degree to which the network is connected is highly dependent on two factors: the range of wireless links and the fraction of participant vehicles, where only a fraction of vehicles on the road could be equipped with wireless interfaces. 

3. CHALLENGES AND REQUIREMENTS IN VANET DESIGN

In the previous section we provide a brief review of  VANET background. In reality, to successfully deploy VANET, a number of challenging issues must be addressed. In the following we focus on two major issues in network layer design: security, and support of existing and future VANET applications. In the rest of this section we first discuss the common requirements of security in VANET and possible attacks to VANET. We then address the current and potential applications of VANET.


3.1. SECURITY CHALLENGES IN VANET

VANET poses some of the most challenging problems in wireless ad hoc and sensor network research. In addition, the issues on VANET security become more challenging due to the unique features of the network, such as high-speed
mobility of network entity or vehicle, and extremely large amount of network entities. In particular, it is essential to make sure that “life-critical safety” information cannot be inserted or modified by an attacker; likewise, the system should be able to help establishing the liability of drivers; but at the same time, it should protect as far as possible the privacy of the drivers and passengers. It is obvious that any malicious behavior of users, such as a modification and replay attack with respect to the disseminated messages, could be fatal to other users. In the past few years, considerable effort has been spent in research on VANET networking protocols and applications. However, research on security threats and solutions and reliability of VANET only started recently, e.g., [6-11]. Summarizing from the recent researches above, VANET security should satisfy the following requirements: message authentication and integrity, message nonrepudiation, entity authentication, access control, message confidentiality, availability, privacy and anonymity, and liability identification.

Message Authentication and Integrity:

 Message must be protected from any alteration and the receiver of a message must corroborate the sender of the message. But integrity does not necessarily imply identification of the sender of the message.

Message Non-Repudiation:

 The sender of a message cannot deny having sent a message. 

Entity Authentication:
 The receiver is not only ensured that the sender generated a message, but in addition has evidence of the liveness of the sender. 

Access Control: Access to specific services provided by the infrastructure nodes, or other nodes, is determined locally by policies. As part of access control, authorizationestablishes what each node is allowed to do in VANET.

Message Confidentiality:
 The content of a message is kept secret from those nodes that are not authorized to access it. 

Availability:
 The network and applications should remain operational even in the presence of faults or malicious conditions. This implies not only secure but also fault-tolerant designs, resilience to resource depletion attacks, as well as survivable protocols, which resume their normal operations after the removal of the faulty participants. 

Privacy and Anonymity:

 Conditional privacy must be achieved in the sense that the user related information, including the driver’s name, the license plate, speed, position, and traveling routes along with their relationships, has to be protected; while the authorities should be able to reveal the identities of message senders in the case of a dispute such as a crime/car accident scene investigation, which can be used to look for witnesses.

Liability Identification: 

Users of vehicles are liable for their deliberate or accidental actions that disrupt the operation of other nodes, or the transportation system. As part of the “conditional privacy” above, the authorities should be able to reveal the identities of message senders in the case of a dispute such as a crime/car accident scene investigation, which can be used to look for witnesses.Several attacks have been identified that can be classified depending on the layer the attacker uses. At the physical and link layers the attacker can disturb the system either by jamming or overloading the channel with messages. Injecting false messages or rebroadcasting an old message is also a possible attack. The attacker can also steal or tamper with a car system OBU or destroy a roadside unit, RSU. At the network layer the attacker can inject false routing messages or overload the system with routing messages. The attacker can also compromise the privacy of drivers by revealing and tracking their positions. The same attacks can also be achieved using the application layer. In the following, we summarize the major vulnerabilities and security threats of VANET.

Jamming:

 The jammer deliberately generates interfering transmissions that prevent communication within their reception range. In the VANET scenario, an attacker can relatively easily partition the network, without compromising cryptographic mechanisms and with limited transmission power. 

Impersonation:

 An attacker can masquerade as an emergency vehicle to mislead other vehicles to slow down and yield. An adversary can also impersonate roadside units, spoofing service advertisements or safety messages. So an impersonator can be a threat. Message fabrication, alteration, and replay can all be used towards impersonation. 
Privacy Violation: The collection of vehicle-specific information from overheard vehicular communications will be very easy with VANET deployed. Then inferences on the personal data of drivers could be made, thus violate the privacy of drivers.Forgery: An attacker can forge and transmit false hazard warning information or other messages, and it can rapidly contaminate the large portions of the VANET coverage area. The correctness and timely receipt of application data is a major vulnerability.

In-transit Traffic Tampering: A node acting as a relay can disrupt communications of other nodes. It can drop or corrupt messages, or meaningfully modify messages. Attackers can also replay messages, e.g., to illegitimately obtain services such as traversing a toll check point. Tampering with in-transit messages may be simpler and more powerful than forgery attacks.

On-board Tampering: The attacker may select to tinker with data, e.g., velocity, location, status of vehicle parts at their source, tampering with the on-board sensing and other hardware. In fact, it may be simpler to replace or by-pass the real-time clock or the wiring of a sensor, rather than modifying the binary code implementation of the data
collection and communication protocols.

3.2. VANET APPLICATIONS

In the previous discussion we address the network design issue from the security perspective. In practice, a good system design also depends on understanding the applications that will be carried in the network. These applications not only call for diverse solutions, such as bandwidth, delay, security, and reliability, but also demonstrate different communication patterns, such as one-to-one, one-to-many, many-to-one, and many-to-many. However, most existing wireless network architectures could not efficiently support such demands. Therefore, it becomes a major challenge to support and enable diverse applications and services. Here we summarize the existing applications and several potential applications that have been proposed for VANET. It
is important to note that we also elaborate on the functions of each application that shall be provided in the MAC layer and the network layer, so as to fulfill the requirements of these applications.

VANET would support life-critical safety applications, safety warning applications, electronic toll collections, Internet access, group communications, roadside service
finder, etc. 

Life-Critical Safety Applications: e.g., Intersection Collision Warning/Avoidance, Cooperative Collision Warning, etc. In the MAC Layer, the Life-Critical Safety Applications can access the DSRC control channel and other channels with the highest priority. The messages can be broadcasted to all the nearby VANET nodes. 

Safety Warning Applications: e.g., Work Zone Warning, Transit Vehicle Signal Priority, etc. The differences between Life-Critical Safety Applications and Safety Warning Applications are the allowable latency requirements, while the Life-Critical Safety Applicationsusually require the messages to be delivered to the nearby nodes within 100 milliseconds, the Safety Warning Applications can afford up to 1000 milliseconds. In the MAC Layer, the Safety Warning Applications can access the DSRC control channel and the other channels with the 2nd highest priority. The messages can be broadcasted to all the nearby VANET nodes.

Electronic Toll Collections (ETCs): Each vehicle can pay the toll electronically when it passes through a Toll Collection Point (a special RSU) without stopping. The Toll Collection Point will scan the Electrical License Plate at the OBU of the vehicle, and issue a receipt message to the vehicle, including the amount of the toll, the time and the location of the Toll Collection Point. In the MAC layer, the Electronic Toll Collections application should be able to access the DSRC service channels except the control
channel, with the 3rd highest priority. It should be a direct one-hop wireless link between the Toll Collection Point and the vehicle.

Internet Access: Future vehicles will be equipped with the capability so that the passages on the vehicles can connect to the Internet. In the MAC layer, the Internet Access applications can use DSRC service channels except the control channel, with the lowest priority comparing with the previous applications. In the network layer, to support VANET Internet access, a straightforward method is to provide a unicast connection between the OBU of the vehicle and a RSU, which has the link toward the Internet. 

Group Communications: Many drivers may share some common interests when they are on the same road to the same direction, so they can use the VANET Group Communications function. In the MAC layer, the Group Communications can use DSRC service channels except the control channel, with the lowest priority comparing with the safety related applications and ETCs. In the network layer, to support such application scenario, multicast is the key technology. In the past, Internet multicast has not been successful due to its complexity and, more important, because Internet multicast requires global deployment, which is virtually impossible. In a VANET, however, since all nodes are located in a relatively local area, implementing such group communication becomes possible.

Roadside Services Finder: e.g., find restaurants, gas stations, etc., in the nearby area along the road. A Roadside Services Database will be installed in the local area that connected to the corresponding RSUs. In the MAC layer, the Roadside Services Finder application can use DSRC service channels except the control channel, with the lowest priority comparing with the safety related applications and ETCs. Each vehicle can issue a Service Finder Request message that can be routed to the nearest RSU; and a Service Finder Response message that can be routed back to the vehicle. In short, the application layer requirements must be addressed in the MAC layer and network layer design. In the next section we provide a network design framework to satisfy the above applications while providing sufficient security 

4.2. CASE STUDIES

To illustrate the behaviors of the framework, we use the following cases as examples.
Case 1 – All the OBUs and RSUs have been registered for the safety related applications (Life-Critical Safety Applications, and Safety Warning Applications) in the control framework. The safety related application messages will be sent to all the nearby VANET nodes through broadcasting. The safety related application messages do not have to be encrypted, i.e., it does not need to satisfy the message confidentiality requirement, but it must have to satisfy the message authentication and integrity, message non-repudiation, entity authentication requirements. Security mechanisms must be in place to against in-transit traffic tampering. 

Case 2 – For the OBUs registered for the Electronic Toll Collections in the control framework. Each ETC related application message is a one-hop wireless link between the Toll Collection Point and the vehicle. The ETC related application messages need to satisfy the message confidentiality, message authentication and integrity, message non-repudiation, and entity authentication requirements.

Case 3 – Assume that each RSU has been registered as the gateway for Internet access in the control framework. Now suppose a regular best-effort Internet access request from an OBU arrives at the control framework; a singlepath unicast routing scheme between the OBU and a nearby RSU can be set up for such a request. Notice that in such a scenario, the single path routing scheme cannot defend compromised OBUs in a multihop situation. Security mechanisms must be in place to against in-transit
traffic tampering. 

Case 4 – For the OBUs that registered for Group Communications in the control framework, multicast is used to realize the application. In such a case, security mechanisms must be in place to ensure the security of the multicasting in VANET. While the security of multicasting in MANET have been studied for a while, e.g., [13, 14], secure multicasting schemes in VANET still need to be addressed. 

Case 5 – For the OBUs that registered for Roadside Services Finder application in the control framework, a unicast path can be set up between the requesting OBU and a nearby RSU. Same security mechanisms need to be in place as those of Case 3.



2.2. Routing protocols in MANET

The routing protocols in MANETs can be classified by their properties. They can all be classified as either proactive, reactive, or hybrid. 

Proactive routing protocols maintain and update information on routing between all nodes of a given network at all times. Route updates are periodically performed regardless of network load, bandwidth constraints, and network size. Routing information is stored in a variety of tables and are based on received control traffic. Generation of control messages and route calculation are driven by the routing tables. The main characteristic of proactive protocols is that nodes maintain a constantly updated understanding of the network topology. Consequently, a route to any node in the network is always available regardless of whether it is needed or not. While periodic updates of routing tables result in substantial signalling overhead, immediate retrieval of routes overcomes the issue of the initial route establishment delay in case of reactive protocols. 

Some of the protocols that have achieved prominence in the proactive category include optimized link state routing [16], hazy-sighted link state routing [17], topology broadcast based on reverse path forwarding [18], and destination-sequenced distance vector [19]. 

Reactive routing protocols,  which are the flip-side of proactive protocols, route determination is invoked on a demand or need basis. Thus, if a node wishes to initiate communication with another host to which it has no route, a global search procedure is employed. This route-search operation is based on classical flooding search algorithms. Indeed, an RREQ message is generated and flooded, sometimes in a limited way, to other nodes. 

When the RREQ message  reaches either the destination or an intermediate node with a valid route entry to the destination, a route-reply (RREP) message is sent back to the originator of the RREQ. A route is then set up between the source and the destination. Reactive protocols then remain passive until the established route becomes invalid or lost. Link breakage is reported to the source via a Route Error (RERR) message. Several protocols fall in this category. Notable examples are ad hoc ondemand distance vector (AODV) [20] and dynamic source routing (DSR) [21]. 

Hybrid  routing protocols combine both the proactive and reactive approaches. Zone routing protocol (ZRP) is a notable example [22]. ZRP divides the network topology into different zones. Routing within zones, “intrazone routing,” is performed by a proactive protocol. This yields no initial delay for routing among nodes from the same zone. On the other hand, to increase system scalability, routing between zones, “interzone routing,” is done by a reactive protocol. 

While the hybrid approaches present an efficient and scalable routing strategy for large-scale environments, a number of key issues remain unsolved, and their implementation has not accordingly gained that much popularity within the researchers’ community. Compared to reactive approaches, proactive protocols are easier to implement and exhibit relative stability. However, by applying them to a highly mobile environment such as VANETs, a storm of control messages is required to maintain an accurate view of the network topology. This intuitively results in heavy traffic contention, collisions of packets due to mass flooding broadcasts between neighbouring nodes, and, consequently, a significant waste of the scarce wireless bandwidth. They can be used only for environments where mobility is relatively static. Reactive protocols are thus preferred for dynamically changing environments where nodes have a few number of active routes (e.g., VANET) [23]. For a qualitative comparison between reactive and proactive schemes, the interested reader is referred to [24]. 

2.3. Routing protocols in VANET

Following are a summary of representative VANETs routing algorithms.

 Traditionally, reactive protocols do not take into account mobility parameters during route discovery, resulting in paths which often break in highly mobile scenarios such as VANETs, causing excessive broadcasting and flooding the entire network in order for new routes to be discovered. Furthermore, the additional initial latency introduced by the route-discovery procedure poses serious challenges for reactive protocols. For this reason, reactive protocols, in their current format, are seen as inappropriate for time-critical applications such as cooperative collision avoidance (CCA), which is an important application type for vehicular communications. To cope with flooding, LAR [25], like other broadcast/flood reducing mechanisms [26], [27], directs broadcasting toward the estimated destination node. In [28], broadcast flood is limited only by forwarding consecutive RREQ packets which have a path hop accumulation smaller than the previous identical or duplicate RREQ packet. 
Otherwise, the newly arrived RREQ packet is dropped and hence not forwarded.

 Although these methods are quite satisfactory in providing efficient rebroadcasting with regard to coverage, integrating this broadcast minimizing schemes in routing does not consider path stability during the rebroadcasting procedure. Hence, we need a scheme that takes these issues into consideration, while reducing broadcast overhead. Attempts at predicting and selecting stable links have been proposed in [29]–[31]. However, they all depend on statistical analysis and probabilistic models of link duration. The routing algorithm that considers stability in the routing criterion is the associativity based routing [32]. ABR uses associativity “ticks” messages (TICKs), which are periodically broadcasted in order to estimate the lifetime of links. If a node has high associativity ticks with its neighbour node, then the degree of stability (and hence link duration) is high.

The destination node chooses nodes which have a high degree of associativity. If we consider ABR in a highly mobile pseudo linear mobile environment with no pause time, such as a VANET network or an aeronautical ad hoc network as introduced in [33], all nodes within a time range would receive equal associativity ticks regardless of their speed and direction. In this case, high associativity means that the neighbour node has been within range for a considerable period of time. It does not ensure that the mobile node will continue to remain within range, as the mobile node may already be close to the edge of the communication boundary. A better node which provides a more stable link may have just come into the range of the target node and would consequently have a lower associativity value. Thus, ABR would not be suitable for the considered mobility model. 

Based from the aforementioned routing concepts, a set of routing protocols has been proposed for vehicular communications. While it is all but impossible to come up with a routing approach that can be suitable for all VANET applications and can efficiently handle all their inherent characteristics, attempts have been made to develop some routing protocols specifically designed for particular applications. For safety applications, a broadcast-oriented packet forwarding mechanism with implicit acknowledgment is proposed for intraplatoon CCA [34].In [35], a swarming protocol based on gossip messages is proposed for content delivery in future vehicular networks. For the provision of comfort applications, a segment-oriented data abstraction and dissemination (SODAD) is proposed in [36]. 

SODAD is used to create a scalable decentralized information system by local distribution of the information in vehicular networks. CarNet proposes a scalable routing system that uses geographic forwarding and a scalable distributed location service to route packets from vehicle to vehicle without flooding the network [37]. To avoid link rupture during data transmission, a movement-prediction-based routing (MOPR) is proposed in [38]. MOPR predicts future positions of vehicles and estimates the time needed for the transmission of data to decide whether a route is likely to be broken or not during the transmission time. The performance of the scheme largely depends on the prediction accuracy and the estimate of the transmission time that depends, in turn, on several factors such as network congestion status, driver’s behaviour, and the used transmission protocols. In [39], a distributed movement-based routing algorithm is proposed for VANETs.

 This algorithm exploits the position and direction of movement of vehicles. The metric used in this protocol is a linear combination of the number of hops and a target functional, which can independently be calculated by each node. This function depends on the distance of the forwarding car from the line connecting the source and destination and on the vehicle’s movement direction. Each vehicle needs to implement this in a distributed manner. DGRP is a position based greedy routing protocol [40], which uses the location, speed and direction of motion of their neighbors to select the most appropriate next forwarding node. Like GPSR it uses the two forwarding strategies greedy and perimeter. It predicts the position of nodes within the beacon interval  whenever it needs to forward a data packet. This prediction can be done using previous known position, speed, and direction of motion of node. The weak link stability between the forwarding node and its neighbour node creates possibility of packet loss in DGRP. In highly mobile  network, inaccurate position information leads to low throughput and high overhead. The frequent path disruptions caused by high speed mobility of vehicle that leads to broken links which results in low throughput and high overhead in DGRP. 

Global Positioning System:
Car GPS navigation is a special form of navigation, as it is not you who navigates, but computer-software that tells you how to travel to your destination. And frankly spoken, it does the job much better, than you ever could. Especially the systems with voice output are a great help, without the slightest distraction for the driver. Everybody could use one and everybody can use one, because you really do not need any special skill to operate these car GPS systems.
As with most techniques, also in car GPS navigation there are many different solutions for the same problem. We will only treat portable solutions, so no fixed in-car vehicle GPS systems. In every category we will give some examples of typical brands and models.
The Lowrance iWAY 500C is a portable color car GPS+WAAS navigation system that shows you the way to any destination across town, or across the U.S. and Canada. Pick your destination with the touch-screen display and the iWAY 500C automatically displays the best route, and gives you turn-by-turn directions with voice and visual guidance. Substantial 20GByte internal hard drive, with 10GBytes allocated to built-in, high detail mapping and 10GBytes reserved for MP3 music storage to be used with the built-in MP3 player.
The SKYNAV 3000 Mobile Navigation System from Cobra Electronics is a "plug and go" car GPS system, which comes with North American street-level detail map of the entire 48 contiguous states and selected Canadian cities on board the system’s 20 GB disk drive (no downloading required). Users can beam addresses to the unit from a Palm or pocketPC. The unit contains a gyroscope to track position, even if satellite navigation signals are lost. The high-resolution 5.2 inch diagonal 320 x 240 pixel color display has automatic brightness control (day or night) and includes an odometer, speedometer, trip timers, a GPS compass and displays elevation readings.
The SKYNAV 2000 car GPS system comes with major US interstates and one detailed street level regional map (customers can select from 20 regions) and additional detailed regional maps can be easily purchased by phone or online and instantly accessed on the unit without the need of a computer (no downloading required).
The AmeriGo GPS Navigation System from Royal is a fully portable car GPS device, powered by the i.MXL applications processor from Motorola, which provides long battery life for power-hungry applications such as GPS. The unit includes 128 MB of RAM and Pharos GPS Software with turn-by-turn voice prompted directions. The AmeriGo offers six screen variations, favorite destination storage and a one-touch Home key and comes with four U.S. map CDs.
TomTom GO is an all-in-one navigation device for in-car use. It works straight out of the box and can easily be moved between cars. The internal Li-Ion battery is good for more than 5 hours constant navigation. The software is pre-loaded on the SD memory card. The car GPS contains a two-plane acceleration sensor that enables navigation up till 5 minutes, after GPS satellite reception is interrupted. The touch screen allows the route to be planned with just a few taps on the screen. Maps are from TeleAtlas and the GPS receiver comes from SiRF.
Garmin’s StreetPilot III DeLuxe car GPS receiver comes with MapSource City Navigator CD-ROM and everything you need to download street-level map sets from your PC. The simple, intuitive menus of the StreetPilot III offer access to the shortest and fastest routes, directions, and estimated arrival time of your intended destination. Automated voice prompts alert you to upcoming turns, course deviation, and distance to final destination. For North America, Western Europe, Australia and South Africa.
The Garmin GPSMAP 276C is an all-in-one, versatile, color chartplotter and car GPS navigator, perfect for land and water. On water, the GPSMAP 276C is a dependable, color Chartplotter with built-in Autoroute basemap enhanced by Garmin’s marine cartography. The unit supports external NMEA sources for water depth, water temperature and water speed through two serial interfaces. On land, the GPSMAP 276C’s Americas or European Autoroute base map features interstates and major highways. With an optional automotive kit that includes MapSource City Select software, data card, friction mount, and 12V power adapter with speaker, drivers can receive voice-prompted turn-by-turn directions to addresses and points of interest throughout the United States and Canada or Europe.
For map transfer or software updates, the GPSMAP 276C features a fast USB-PC interface. This car GPS unit has a 3.8 inch diagonal, 480 x x320 pixel, 256 color TFT screen with adjustable LED backlight and a rechargeable lithium battery. Stores up to 3000 user waypoints, 50 reversible routes with 300 waypoints per route. The automatic track log can contain 10,000 points and one can save 15 tracks.
The Garmin StreetPilot 2610/2650 is a portable car GPS navigation system. Just choose your destination using StreetPilot’s touch screen or remote control to be automatically guided with turn-by-turn directions and voice prompts. Both units have color displays, built-in maps, and everything needed to download additional map detail and look up points of interest and addresses in seconds. Select maps and transfer data directly to the unit through an USB connection and onto a standard CompactFlash memory card. And both also have a MCX-type connector for an optional external active GPS antenna. The 2650 also has dead reckoning capabilities and can only be purchased through authorized installation dealers and is therefore a fixed in-car navigation system. For North America, Europe, Australia and South Africa.
The Garmin StreetPilot 2620 is a plug-and-play portable car GPS navigator that features pre-loaded, detailed maps, right out of the box. The unit includes a pre-programmed hard drive that stores detailed maps of the entire United States, plus metropolitan areas of Canada plus a database with more than 5 million points of interest. The intuitive, menu-driven touch screen ensures that navigating the unit is as easy as navigating the road. The system includes a unique wireless infrared remote control, which allows easy operation of the unit from a distance. New and exclusive software upgrades include: Multiple Destinations, Road Segment and Area Avoidance, Find Nearest on Route, and Adjustable Road Class Preference. For North America and Europe.
The Garmin StreetPilot 2660 is a 2620 car GPS system with dead reckoning. This means that once the unit is installed by an authorized Garmin installer, you’ll continue to get navigation guidance even if you lose GPS reception. Simply unplug the dead reckoning cable from the vehicle adapter if you want to use the 2660 in another vehicle. It will navigate the same way as the StreetPilot 2620.
The Navman iCN630 portable in-car GPS Navigation system now comes with 3D Map View and the latest map data from TeleAtlas. Features include: voice guided navigation, Post code search, user selectable avoid areas and complete route summary display. The unit has a TFT automotive rated LCD 3.8 inch QVGA 320 x 240 pixel screen with 65,000 colors. The iCN630 comes with 64MB of memory to store your local area maps. The built-in Secure Digital (SD) and Multimedia Card (MMC) Expansion slot are ideal for additional maps and data storage up to 256MB. For USA, Canada, Western Europe and Australia.
The new Navman iCN 650 is the ultimate Pan-European in-car GPS navigation system. Incorporating the very latest GPS technology, design and software, the iCN 650 is a feature rich system that sets the standard for transferable navigation. It comes fully loaded with maps for 16 countries in Western Europe on a 2Gb internal hard drive. The iCN 650 is the complete 'Drive-Away' solution, straight from the box. The system has a massive in-built 2Gb hard drive so it can effortlessly handle street-level maps for 16 Western European countries plus over a million pre-loaded points-of-interest and still gives you room to add more. You also get an awesome 3.8inch automotive-rated TFT screen, an high sound quality speaker so you can clearly hear the turn-by-turn voice guidance, a multidirectional GPS antenna accurate to 5 meters all in a rugged magnesium alloy casing. Additionally there is an intuitive remote control giving you full journey management. 
The new Navman iCN 510 is a sleek, pocket sized, mobile car GPS solution delivering outstanding performance, features and design. The iCN 510 encapsulates Navman style and quality in a compact system that delivers leading edge road navigation. With its contemporary style and precision build quality the iCN 510 offers an outstanding wireless navigation system you can use in-car or on foot. The distinct iCN 510 characteristics include a lightweight casing, sleek multi-directional GPS receiver, high-resolution touch-screen, responsive menu system and infra-red port for optional remote control. The iCN 510 is a complete 'Drive Away’ solution because it is pre-loaded with the very latest regional maps for your country from TeleAtlas and is also pre-powered out of the box. You can just 'Buy, Walkout of the store and Drive Away'.
The Magellan RoadMate 500/700 is a portable car GPS navigation system with voice-prompting, turn-by-turn guidance and the latest touch screen technology. The RoadMate 500 comes with 4 CD ROMs containing advanced mapping of the entire U.S. and major metro areas and highways of Canada. Up to 100MB file size can be downloaded to the included memory card. The RoadMate 700 comes with a single seamless database, built-in to a 10GB hard drive, which contains all major city streets as well as federal, state and county roads and highways.
The Magellan 750M Plus is a portable car GPS navigation system. The built-in database of detailed maps covers the United States and most of Canada, as well as over 1 million points of interest. No need to load new data. As Route Method you can choose from Shortest Time, Shortest Distance, Most use of Freeways, or Least use of Freeways. For Off-road Navigation you can set waypoints along your off-road travels and mark favorite trails, hunting and fishing spots, so you can visit them again and again. The unit provides information about your location, even when power is not available (emergency battery).
The Mobile Crossing WayPoint is a new kind of PDA that integrates highly effective satellite guided vehicle navigation with a high-performance Windows Mobile 2003 Pocket PC. In addition to moving maps and spoken directions, this car GPS navigation device doubles as a fully functional Pocket PC. The WayPoint model 200 can connect to the Internet via a Bluetooth-enabled cell phone, using its built-in Bluetooth interface. Once connected, the WayPoint displays real-time weather and traffic. (The lower-end WayPoint model 100 does not include Bluetooth.)



3. PROPOSED WORK

3.1 Reliable Directional Greedy Routing (RDGR):

RDGR is a reliable position based greedy routing approach which uses the position, speed, direction of motion and link stability of their neighbours to select the most appropriate next forwarding node. It obtains position, speed and direction of its neighbouring nodes from GPS. If neighbour with most forward progress towards destination node has high speed, in comparison with source node or intermediate packet forwarder node, then packet loss probability is increased. In order to improve DGR protocol and increase its reliability, the proposed strategy introduces some new metrics to avoid loss of packets. The packet sender or forwarder node, selects neighbour nodes which have forward progress towards destination node using velocity vector, and checks link stability of those nodes. Finally, it selects one of them which has more link stability and sends packet to it. It uses combination metrics of distance, velocity, direction and link stability to decide about to which neighbour the given packet should be forwarded. Unlike DGR this approach not only uses the one hop neighbour’s position, speed and direction of motion information, it also considers all neighbours position, speed, direction of motion information and link stability. This routing approach incorporates potential score based strategy, which reduces link breaks, enhances reliability of the route and improves packet delivery ratio.



3.2 Assumptions

The algorithm design is based on the following assumptions: All nodes are equipped with GPS receivers, digital maps, optional sensors and On Board Units (OBU). Location information of all vehicles/nodes can be identified with the help of GPS receivers. The only communications paths available are via the ad-hoc network and there is no other communication infrastructure. Node power is not the limiting factor for the design. Communications are message oriented. The Maximum Transmission Range (MTR) of each node in the environment is 250m. 






























3.3 Reckoning Link Stability:	

To identify path stability we need to know individual link stability along the path. We define link stability in terms of link expiration time which means maximum time of connectivity between any two neighbor nodes. In order to calculate the link expiration time we assume motion parameters of any two neighbors are known. Let  and  be two nodes within the transmission range R and   and               be the coordinate for node  and   with velocity  and  and direction and  respectively. Let after a time interval t the new coordinate will be  for  and for  . For time t  let  and  be the distance traveled by node   and.
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We  can  calculate  d1  and d2   using the following formula shown in Figure.1. The new coordinates (with respect to old coordinates) can be calculated using the formula shown in Figure.2. The distance between two nodes at time t will be obtained from the formula shown in Figure.3.When the distance between two nodes becomes larger than the transmission range the nodes will be disconnected. For transmission range R link stability LS between any two nodes over time period t can be calculated by the formula shown in Figure.4. Note that LS  is the link stability of individual links between any two nodes.


3.4 Potential Score Calculation:

The potential score (PS) of all nodes present within the transmission range of source/packet forwarding node is calculated. The potential score (PS) is calculated to identify the closeness of next hop to destination, direction of motion of nodes and reliability of neighbor nodes. The appropriate node with largest potential score will be considered as having higher potential to reach the destination node and that particular node can be chosen as next hop to forward the packet to the destination node. The potential score of neighboring nodes can be calculated by the following mathematical model represented in Figure.5. The neighbor node with high potential score is considered as the most suitable next hop for forwarding packet with stable link. The RDGR algorithm is explained in Figure.6. 
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4. SIMULATION RESULTS
In this section, we evaluate the performance of routing protocols of vehicular networks in an open environment. So among the routing protocols we aforementioned, we choose GPSR, DGRP and RDGR for comparison.

4.1 Revival Mobility model (RMM)

We use Revival Mobility model (RMM) to simulate the movement pattern of moving vehicles on streets or roads defined by maps from the GPS equipped in the vehicles. In Revival Mobility model (RMM), the road comprises of two or more lanes. Vehicles or nodes are randomly distributed with linear node density. Each vehicle can move in different speed. This mobility model allows the movement of vehicles in two directions. i.e. north/south for the vertical roads and east/west for the horizontal roads. In cross roads, vehicles choose desired direction based on the shortest path. A security distance should be maintained between two subsequent vehicles in a lane. Overtaking mechanism is applicable and one vehicle can able to overtake the preceding
vehicle. Packet transmission is possible and can be done by vehicles moving in both directions, which means front hopping and back hopping of data packet is possible as shown in the Figure.7.
[image: ]

Figure.7 Revival Mobility Model

In this mobility, deterministic and instantaneous transmission mechanism in which a message is available for receiving within a certain radius r=250m from the sender with certainty, but unavailable further away. Vehicles can unicast and broadcast packets to the neighbour vehicle which is present within its transmission range. The Simulations were carried out using Network Simulator (NS-2) ([41]). We are simulating the vehicular ad hoc routing protocols using this simulator by varying the number of nodes. The IEEE 802.11 Distributed Coordination Function (DCF) is used as the Medium Access Control Protocol._ The packet size was fixed to 512 bytes. The Traffic sources are UDP. Initially the nodes were placed at certain specific locations, and then the nodes move with varying speeds towards new locations. The nodes move with speeds up to 25 meter/sec. For fairness, identical mobility and traffic scenarios were used across the different simulations. The simulation parameters are specified in Table 1 


4.2 Performance Metrics:

Packet Delivery Ratio: It is defined as the number of correctly received packets at the destination over the number of packets sent by the source.
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We have simulated the proposed RDGR and compared it with GPSR and DGRP. In real network, each node finds its position by a positioning system like GPS, but in simulation we give every node, its position without any expense. In real network and in simulation every node propagates its position to its neighbors’ periodically. In real network, the packet source node finds the location of destination node by a suitable location server (i.e. GPS). But in simulation, we give position of destination node, to source node, without any expense. To simulate the proposed strategy, sender node selects neighbor node which possess high potential score. We tested our approach with Revival Mobility Model with simulation parameters shown in the Table 1.

 We have considered the moving destination node in our simulation. We have evaluated GPSR, DGRP and RDGR for packet delivery ratio under different vehicle density and different mobility. We can see from Figure.8, the performance metrics shows that gain in packet delivery ratio increases as number of node increases. This is because more number of nodes provides
opportunity to select suitable neighbor node. In RDGR approach, a reliable neighbor node was chosen using potential score base strategy. At each instance of packet forwarding, the potential score is calculated for packet forwarding node and its neighbor nodes. 

This results in minimized packet loss and improved packet delivery during packet forwarding event. Our approach is comparatively better than GPSR and DGRP with average gain of packet delivery ratio and the overall packet delivery ratio is improved about 6% compared to DGRP. We can see from Fig.9, the performance metrics shows that gain in packet delivery ratio decreases as speed increases. This is because with the increase in the speed, there is a possibility of decrease in link stability. In RDGR approach, a reliable neighbor node was chosen using potential score base strategy. At each instance of packet forwarding, the potential score is calculated for packet forwarding node and its neighbor nodes. So it reduces link breaks when the mobility is more than 20 m/s. The decrease in link breaks provides improve packet delivery  Packet Delivery Ratio Mobility (metre/second) GPSR DGRP RDGR ratio. Our approach is comparatively better than GPSR and DGRP with average gain of packet delivery ratio and the overall packet delivery ratio is improved about 8% over the speed of 5m/sto 25m/s.



5. CONCLUSION

In this paper we have investigated routing aspects of VANETs. We have identified the properties of VANETs and previous studies on routing in MANETs and VANETs. We have commented on their contributions, and limitations. By using the uniqueness of VANETs, we have proposed Revival Mobility Model and a new position based greedy routing approach RDGR. We have proposed a Reliable Directional greedy routing approach and it uses potential score based strategy, which calculates link stability between neighbor nodes for reliable forwarding of data packet. RDGR acquire position, direction and speed of neighbour nodes using GPS. The effect of link duration calculation was studied. We have simulated RDGR in ns- 2 using Revival Mobility model. The results shown that our approach perform better in packet delivery ratio as compared to GPSR and DGRP. Another interesting problem is to study the behaviour of RDGR with various mobility models.
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