FINGER PRINT BASED SECURITY SYSTEM.

Abstract:


A fingerprint is an impression of the friction ridges found on the inner surface of a finger or a thumb. Personal Safes are revolutionary locking storage cases that open with just the touch of your finger. These products are designed as "access denial" secure storage for medications, jewelry, weapons, documents, and other valuable or potentially harmful items.
These utilize fingerprint recognition technology to allow access to only those whose fingerprints you choose. It contains all the necessary electronics to allow you to store, delete, and verify fingerprints with just the touch of a button. Stored fingerprints are retained even in the event of complete power failure or battery drain. These eliminates the need for keeping track of keys or remembering a combination password, or PIN. It can only be opened when an authorized user is present, since there are no keys or combinations to be copied or stolen, or locks that can be picked.


The comparison of fingerprints, especially latent fingerprints (palm prints, footprints), can be the single most difficult task in all the fingerprint science. No matter how skillful an individual may be in all the related areas, it is the additional ability to accurately compare latent prints against known prints that allows the examiner to be called a fingerprint expert.
          Finger print comparision is one of the tough task, mainly comparing latent finger prints like palm, foot prints will be most difficult part in finger print science.

The main aim of this project is develop a security lock system based on fingerprint scanning. In this project we are using microcontroller for opening and closing lock based on finger print which is stored in microcontroller itself so that only authorized person will access the security lock. 
APPLICATIONS:

1. Personal computer / workstation security. 

2. Network / enterprise security. 

3. e -commerce / e-business. 

4. Electronic transactions. 

5. Banking and financial systems. 

6. Medical information systems.

7. Any password-based application

BLOCK DIAGRAM:


Software:
1. CVAVR IDE TOOL
2. ISP programming

3. Embedded C Programming

Hardware:

1. Microcontroller

2. FINGER PRINT MODULE

3. Buzzer

4.  LCD Display 16x2

5. Dc motor

6. Driver unit.
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