Wireless Security Control System and Sensor Network for Smoke and Fire Detection                                              
CHAPTER 1

INTRODUCTION

1.1 EMBEDDED SYSTEM:



An embedded system is a special-purpose system in which the computer is completely encapsulated by or dedicated to the device or system it controls. Unlike a general-purpose computer, such as a personal computer, an embedded system performs one or a few predefined tasks, usually with very specific requirements. Since the system is dedicated to specific tasks, design engineers can optimize it, reducing the size and cost of the product. Embedded systems are often mass-produced, benefiting from economies of scale. Personal digital assistants (PDAs) or handheld computers are generally considered embedded devices because of the nature of their hardware design, even though they are more expandable in software terms. This line of definition continues to blur as devices expand. With the introduction of the OQO Model 2 with the Windows XP operating system and ports such as a USB port — both features usually belong to "general purpose computers", — the line of nomenclature blurs even more.



Physically, embedded systems ranges from portable devices such as digital watches and MP3 players, to large stationary installations like traffic lights, factory controllers, or the systems controlling nuclear power plants.



In terms of complexity embedded systems can range from very simple with a single microcontroller chip, to very complex with multiple units, peripherals and networks mounted inside a large chassis or enclosure.
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Fig 1.1 embedded pc board
Examples of Embedded Systems:

· Avionics, such as inertial guidance systems, flight control hardware/software and other integrated systems in aircraft and missiles

· Cellular telephones and telephone switches

· Engine controllers and antilock brake controllers for automobiles

· Home automation products, such as thermostats, air conditioners, sprinklers, and security monitoring systems

· Handheld calculators

· Handheld computers

· Household appliances, including microwave ovens, washing machines, television sets, DVD players and recorders

· Medical equipment

· Personal digital assistant

· Videogame consoles

· Computer peripherals such as routers and printers.
· Industrial controllers for remote machine operation.
1.2 HARDWARE AND SOFTWARE USED
Hardware:

1. Micro Controller
2. Smoke sensor
3. Temperature sensor
4. Alarm
5. Power Supply
6. ZIGBEE trans receiver
7. GSM
Software:

1 .Embedded C

2. Keil IDE

      3. Uc-Flash
1.3 OBJECTIVE
           The main objective of this project is to develop a wireless security control system for smoke and fire detection
1.4 METHODOLOGY
Zigbee:

    
  Zigbee is new wireless technology guided by IEEE 802.15.4 Personal Area Network standard. It is primarily designed for the wide range controlling applications and to replace the existing non-standard technologies. It currently operates in 868 MHz band at a data rate of 20Kbps in Europe, 914MHz band at 40kbps in USA, and the 2.4GHz ISM bands Worldwide at a maximum data-rate of 250kbps. It is used to verify whether user’s truncation is possible or not. One of the main advantages of this ZIGBEE communication is that it provides a noise free communication, the amount of noise added in this type of communication is very less compared.
Gsm:


Global System for Mobile Communication (GSM) is a set of ETSI standards specifying the infrastructure for a digital cellular service. The standard is used in approx. 85 countries in the world including such locations as Europe, Japan and Australia1.

CHAPTER 2

HISTORY
2.1 PAST HISTORY:

Thermister:The word thermistor is an acronym for thermal resistor, i.e., a temperature sensitive resistor. It is used to detect very small changes in temperature. The variation in temperature is reflected through appreciable variation of the resistance of the device. Thermistors with both negative-temperature-coefficients (NTC) and positive temperature coefficient (PTC) are available, but NTC thermistors are more common. The negative-temperature coefficient means that the resistance increases with the increase in temperature.

The NTC thermistors are manufactured by sintering which is a process in which powdered materials are fused together by the application of heat semiconductor ceramic materials prepared from mixtures of metallic oxides of cobalt, nickel, manganese etc. These materials have high negative temperature coefficient. The PTC thermistors are made from doped barium titanate semi conducting material. This material has a very large change in resistance for a small change in temperature. In this project NTC thermistor is used.

Thermistors are manufactured in the form of beads, probes, disc, washers and rods. The beads are made in diameter ranging from 0.15mm to 2.5mm. These are useful where temperature sensing must be done in very limited spaces. Sealing thermistor beads in glass rods upto 25mm in diameter forms the probes. These are more rugged than beads and work well in liquids.

The discs and washers are made to meet certain industrial requirements. The discs are used in moderate power applications in conjunction with time response applications. The rods and washers are used for high power applications. Figure shows the schematic symbol of a thermistor.

Smoke Detector:The first automatic electric fire alarm was invented in 1890 by Francis Robbins Upton (U.S. patent no. 436,961). Upton was an associate of Thomas Edison, but there is no evidence that Edison contributed to this project.
George Andrew Darby patented the first electrical Heat detector and Smoke detector in 1902 in Birmingham, England. 

In the late 1930s the Swiss physicist Walter Jaeger tried to invent a sensor for poison gas. He expected that gas entering the sensor would bind to ionized air molecules and thereby alter an electric current in a circuit in the instrument. His device failed: small concentrations of gas had no effect on the sensor's conductivity. Frustrated, Jaeger lit a cigarette—and was soon surprised to notice that a meter on the instrument had registered a drop in current. Smoke particles had apparently done what poison gas could not. Jaeger's experiment was one of the advances that paved the way for the modern smoke detector.

It was 30 years, however, before progress in nuclear chemistry and solid-state electronics made a cheap sensor possible. While home smoke detectors were available during most of the 1960s, the price of these devices was rather high. Before that, alarms were so expensive that only major businesses and theaters could afford them.

The first truly affordable home smoke detector was invented by Duane D. Pearsall in 1965, featuring an individual battery powered unit that could be easily installed and replaced. The first units for mass production came from Duane Pearsall’s company, Statitrol Corporation, in Lakewood, Colorado. These first units were made from strong fire resistant steel and shaped much like a bee's hive. The battery was a rechargeable specialized unit created by Gates Energy. The need for a quick replace battery didn't take long to show itself and the rechargeable was replaced with a pair of AA batteries along with a plastic shell encasing the detector. The small assembly line sent close to 500 units per day before Statitrol sold its invention to Emerson Electric in 1980 and Sears’s retailers picked up full distribution of the 'now required in every home' smoke detector.

The first commercial smoke detectors came to market in 1969. Today they are installed in 93% of U.S. homes and 85% of UK homes. However it is estimated that any given time over 30% of these alarms do not work, as users remove the batteries, or forget to replace them.
2.2 EXISTING PROJECT

         The project entails the design and engineering of a wireless smoke detector unit and network. The premise of the wireless network is to alert and to set off all of the smoke detectors in the network if one smoke detector is set off. The hardware modules include the PIC microcontroller, temperature sensor, smoke sensor, low battery sensor, transmitter, and receiver. The software component includes the program and code implemented via the PIC microcontroller. In its completion and entirety, the smoke detector unit properly functions and in the manner it was originally planned and designed.

CHAPTER 3
BLOCK DIAGRAM AND SCHEMATIC

3.1 BLOCK DIAGRAM

Node Section :






Monitor Section:




3.2 Block Diagram Description

Power Supply Section: 

               This section is meant for supplying Power to all the sections mentioned above. It basically consists of a Transformer to step down the 230V ac to 9V ac followed by diodes. Here diodes are used to rectify the ac to dc. After rectification the obtained rippled dc is filtered using a capacitor Filter. A positive voltage regulator is used to regulate the obtained dc voltage.

Microcontroller Section: 

                 This section forms the control unit of the whole project. This section basically consists of a Microcontroller with its associated circuitry like Crystal with capacitors, Reset circuitry, Pull up resistors (if needed) and so on. The Microcontroller forms the heart of the project because it controls the devices being interfaced and communicates with the devices according to the program being written.

Buzzer Section: 

              This section consists of a Buzzer. The buzzer is used to alert / indicate the completion of process. It is sometimes used to indicate the start of the embedded system by alerting during start-up.
Zigbee:
             Zigbee is new wireless technology guided by IEEE 802.15.4 Personal Area Network standard. It is primarily designed for the wide ranging controlling applications and to replace the existing non-standard technologies. It currently operates in 868MHz band at a data rate of 20Kbps in Europe, 914MHz band at 40kbps in USA, and the 2.4GHz ISM bands Worldwide at a maximum data-rate of 250kbps

LCD Display Section: 

              This section is basically meant to show up the status of the project. This project makes use of Liquid Crystal Display to display / prompt for necessary information.
 Thermistor:

 Thermistor is a temperature sensing devise. It is used to sense the temperature. In this project by depends on the value of temperature the exhaust fan will run.

  GSM modem Section: 

             This section consists of a GSM modem. The modem will communicate with microcontroller using serial communication. The modem is interfaced to microcontroller using MAX 232, a serial driver. 

3.3 SCHEMATIC DIAGRAM
NODE SECTION1:

[image: image71.jpg]



NODE SECTION 2
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MONITORINGSECTION[image: image3.png]y =
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3.4 SCHEMATIC DISCRIPTION



The project “Wireless Security Control System  & Sensor Network for Smoke & Fire Detection “By using this project we need to monitor the fire and smoke detecting. In this project we are using ARM7 TDMI-S based NXP’s (national semiconductors and Philips) LPC 2148 microcontroller in LQFP (Liquid Quad Flat package) with 64 pins. One of the important feature is Power requirement of LPC2148 Microcontroller is 3.3VDC.


The power supply (3.3.v) for the LPC2148 is produced by using the power supply circuit which consists of mainly four components. 1. Transformer 2.Rectifier 3. Filter and 4.Regulator.The conversion AC to DC supply which includes four most basic steps, first voltage is step downed by using transformer, (2) rectifier for converting AC to dc (here we are not obtaining pure dc voltage), (3) so in the filter circuit, capacitor bypasses the AC to ground and it blocks dc voltage. (4) The obtained pure dc voltage is supplied to regulator for getting the required voltage which we need to give for the lpc2148.

The project consists of two major blocks/parts. First block i.e. Node section which is located at where we need to monitor the fire and smoke. Second block is an monitoring Section.

Node Sections:

              In node section we are having smoke sensor, Temperature sensor, ZIGBEE and alarm. The requirement for the project is to design and to create a functional smoke detector. After detecting smoke or a high temperature (potential fire), the detector sets the appropriate alarm sound. The temperature and smoke sensors will sense the corresponding information (Analog) and passes it to lpc2148 through an analog to digital converter. And this information will sent to the monitoring section through a ZIGBEE Transceiver. In this section the smoke sensor is connected to the P0.29, The Temperature sensor is connected to the P0.28, the ZIGBEE Transceiver is interfaced to the UART0 port. And the alarm is connected to the P0.16.

Monitoring Section:

In monitoring section the smoke and fire information is received through ZIGBEE transceiver. That temperature and smoke values are displayed on LCD. And the information is monitored on the PC also. if this values are exceeded than threshold value then that information will send to the user mobile number which is already dumped in the microcontroller. In this monitoring section the PC is communicate through UART0 port, ZIGBEE is interfaced with UART0, and the GSM modem is connected to the UART1.

Chapter 4
HARDWARE and SOFTWARE COMPONENTS
4.1 HARDWARE COMPONENTS
4.1.1 Arm Processor Overview:
 
ARM stands for Advanced RISC Machines. It is a 32 bit processor core, used for high end application.

It is widely used in Advanced Robotic Applications.

 [image: image4.jpg]



Fig 4.1 Arm processor
 4.1.1.1 History and Development:

· ARM was developed at Acron Computers ltd of Cambridge, England between  1983 and      1985.

· RISC concept was introduced in 1980 at Stanford and Berkley.

· ARM ltd was found in 1990.

· ARM cores are licensed to partners so as to develop and fabricate new microcontrollers around same processor cores.

 

4.1.1.2 Key features:

1. 16-bit/32-bit ARM7TDMI-S microcontroller in a tiny LQFP64 package.

2.  8 kB to 40 kB of on-chip static RAM and 32 kB to 512 kB of on-chip flash memory.

128-bit wide interface/accelerator enables high-speed 60 MHz operation.

3.  In-System Programming/In-Application Programming (ISP/IAP) via on-chip boot loader

software. Single flash sector or full chip erase in 400 ms and programming of

256 bytes in 1 ms.

4. EmbeddedICE RT and Embedded Trace interfaces offer real-time debugging with the

on-chip RealMonitor software and high-speed tracing of instruction execution.

5. USB 2.0 Full-speed compliant device controller with 2 kB of endpoint RAM.

In addition, the LPC2146/48 provides 8 kB of on-chip RAM accessible to USB by DMA.

6. One or two (LPC2141/42 vs. LPC2144/46/48) 10-bit ADCs provide a total of 6/14

analog inputs, with conversion times as low as 2.44 μs per channel.

7. Single 10-bit DAC provides variable analog output (LPC2142/44/46/48 only).

8. Two 32-bit timers/external event counters (with four capture and four compare

channels each), PWM unit (six outputs) and watchdog.

9. Low power Real-Time Clock (RTC) with independent power and 32 kHz clock input.

10. Multiple serial interfaces including two UARTs (16C550), two Fast I2C-bus (400 kbit/s),

SPI and SSP with buffering and variable data length capabilities.

11. Vectored Interrupt Controller (VIC) with configurable priorities and vector addresses.

12.  Up to 45 of 5 V tolerant fast general purpose I/O pins in a tiny LQFP64 package.

13. Up to 21 external interrupt pins available.

14. 60 MHz maximum CPU clock available from programmable on-chip PLL with settling time of 100 μs.

15.  On-chip integrated oscillator operates with an external crystal from 1 MHz to 25 MHz.

16.  Power saving modes include Idle and Power-down.

17. Individual enable/disable of peripheral functions as well as peripheral clock scaling for

additional power optimization.

18. Processor wake-up from Power-down mode via external interrupt or BOD.

19. Single power supply chip with POR and BOD circuits:

20. CPU operating voltage range of 3.0 V to 3.6 V (3.3 V ± 10 %) with 5 V tolerant I/O

pads.
4.1.1.3 Pindiagram
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Fig 4.2 pin diagram of LPC2148
4.1.1.4 Block diagram:
[image: image6.emf]
Fig 4.3 block diagram of LPC2148
4.1.1.5 Pin description
[image: image7.emf]
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4.1.1.6 Core Data path:

· Architecture is characterized by Data path and control path.

· Data path is organized in such a way that, operands are not fetched directly from memory locations. Data items are placed in register files. No data processing takes place in memory locations.

· Instructions typically use 3 registers. 2 source registers and 1 destination register.

· Barrel Shifter preprocesses data, before it enters ALU.

- Barrel Shifter is basically a combinational logic circuit, which can shift data to left or right by arbitrary number of position in same cycle.

· Increment or Decrement logic can update register content for sequential access.

 

4.1.1.7 Pipeline:

· In ARM 7, a 3 stage pipeline is used. A 3 stage pipeline is the simplest form of pipeline that does not suffer from the problems such as read before write.

· In a pipeline, when one instruction is executed, second instruction is decoded and third instruction will be fetched.

· This is executed in a single cycle.

 

4.1.1.8 Register Bank:

· ARM 7 uses load and store Architecture.

· Data has to be moved from memory location to a central set of registers.

· Data processing is done and is stored back into memory.

· Register bank contains, general purpose registers to hold either data or address.

· It is a bank of 16 user registers R0-R15 and 2 status registers.

· Each of these registers is 32 bit wide.

 

Data Registers- R0-R15:

· R0-R12 - General Purpose Registers

· R13-R15 - Special function registers of which,

R13 - Stack Pointer, refers to entry pointer of Stack.

R14 - Link Register, Return address is put to this when ever a subroutine is called.

R15 - Program Counter

Depending upon application R13 and R14 can also be used as GPR. But not commonly used.
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In addition there are 2 status registers

· CPSR - Current program status register, status of current execution is stored.

· SPSR - Saved program Status register, includes status of program as well as processor.

CPSR

CPSR contains a number of flags which report and control the operation of ARM7 CPU.
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Conditional Code Flags

N - Negative Result from ALU

Z - Zero result from ALU

C - ALU operation carried out

V - ALU operation overflowed
Interrupt Enable Bits

I - IRQ, Interrupt Disable

F - FIQ, Disable Fast Interrupt

T- Bit

If

T=0, Processor in ARM Mode.

T=1, Processor in THUMB Mode

Mode Bits

Specifies the processor Modes. Processor Modes will be discussed in the next part of this tutorial. 

4.1.1.9 Vectored Interrupt Controller:
Features:
1. ARM Prime Cell™ Vectored Interrupt Controller 

2. 32 interrupt request inputs 

3. 16 vectored IRQ interrupts 

4. 16 priority levels dynamically assigned to interrupt requests 

5. Software interrupt generation.

Description:
· The Vectored Interrupt Controller (VIC) takes 32 interrupt request inputs and programmably assigns them into 3 categories, FIQ, vectored IRQ, and non-vectored IRQ.

· The programmable assignment scheme means that priorities of interrupts from the various peripherals can be dynamically assigned and adjusted.

· Fast Interrupt reQuest (FIQ) requests have the highest priority. If more than one request is assigned to FIQ, the VIC ORs the requests to produce the FIQ signal to the ARM processor.

·  The fastest possible FIQ latency is achieved when only one request is classified as FIQ, because then the FIQ service routine can simply start dealing with that device. 

· But if more than one request is assigned to the FIQ class, the FIQ service routine can read a word from the VIC that identifies which FIQ source(s) is (are) requesting an interrupt.

· Vectored IRQs have the middle priority, but only 16 of the 32 requests can be assigned to this category. 

· Any of the 32 requests can be assigned to any of the 16 vectored IRQ slots, among which slot 0 has the highest priority and slot 15 has the lowest.

· Non-vectored IRQs have the lowest priority.

· The VIC ORs the requests from all the vectored and non-vectored IRQs to produce the

IRQ signal to the ARM processor. The IRQ service routine can start by reading a register from the VIC and jumping there. If any of the vectored IRQs are requesting, the VIC provides the address of the highest-priority requesting IRQs service routine, otherwise it

provides the address of a default routine that is shared by all the non-vectored IRQs.

· The default routine can read another VIC register to see what IRQs are active.

· All registers in the VIC are word registers. Byte and halfword reads and write are not

supported.

· Additional information on the Vectored Interrupt Controller is available in the ARM

PrimeCell™ Vectored Interrupt Controller (PL190) documentation.

4.1.1.10 Register description:

[image: image14.emf]
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4.1.1.10 Universal Asynchronous Receiver/Transmitter 0:

  Features:

· 16 byte Receive and Transmit FIFOs

· Register locations conform to ‘550 industry standard

· Receiver FIFO trigger points at 1, 4, 8, and 14 bytes
· Built-in fractional baud rate generator with autobauding capabilities.

· Mechanism that enables software and hardware flow control implementation

Pin description:

[image: image16.emf]
Register description:

[image: image17.emf]
Architecture:

The VPB interface provides a communications link between the CPU or host and the UART0.

The UART0 receiver block, U0RX, monitors the serial input line, RXD0, for valid input. The

UART0 RX Shift Register (U0RSR) accepts valid characters via RXD0. After a valid character 

is assembled in the U0RSR, it is passed to the UART0 RX Buffer Register FIFO to await access by the CPU or host via the generic host interface.

The UART0 transmitter block, U0TX, accepts data written by the CPU or host and buffers the data in the UART0 TX Holding Register FIFO (U0THR). The UART0 TX Shift Register (U0TSR) reads the data stored in the U0THR and assembles the data to transmit via the serial output pin, TXD0
The UART0 Baud Rate Generator block, U0BRG, generates the timing enables used by the UART0 TX block. The U0BRG clock input source is the VPB clock (PCLK). The main clock is divided down per the divisor specified in the U0DLL and U0DLM registers. This divided down clock is a 16x oversample clock, NBAUDOUT

The interrupt interface contains registers U0IER and U0IIR. The interrupt interface receives several one clock wide enables from the U0TX and U0RX blocks

Status information from the U0TX and U0RX is stored in the U0LSR. Control information for the U0TX and U0RX is stored in the U0LCR

[image: image18.emf]
Fig 4.4  UART0 block diagram
4.1.1.11 Universal Asynchronous Receiver/Transmitter 1:

Features:

· UART1 is identical to UART0, with the addition of a modem interface.

· 16 byte Receive and Transmit FIFOs

· Register locations conform to ‘550 industry standard

· Receiver FIFO trigger points at 1, 4, 8, and 14 bytes
· Built-in fractional baud rate generator with autobauding capabilities.

· Mechanism that enables software and hardware flow control implementation

· Standard modem interface signals included with flow control (auto-CTS/RTS) fully supported in hardware (LPC2144/6/8 only).

Pin description:

[image: image19.emf]
Register description:

[image: image20.emf]
Architecture:

The VPB interface provides a communications link between the CPU or host and the UART1.

The UART1 receiver block, U1RX, monitors the serial input line, RXD1, for valid input. The UART1 RX Shift Register (U1RSR) accepts valid characters via RXD1. After a valid character is assembled in the U1RSR, it is passed to the UART1 RX Buffer Register FIFO to await access by the CPU or host via the generic host interface The UART1 transmitter block, U1TX, accepts data written by the CPU or host and buffers the data in the UART1 TX Holding Register FIFO (U1THR). The UART1 TX Shift Register

U1TSR) reads the data stored in the U1THR and assembles the data to transmit via the serial output pin, TXD1. The UART1 Baud Rate Generator block, U1BRG, generates the timing enables used by  the UART1 TX block. The U1BRG clock input source is the VPB clock (PCLK). The main clock is divided down per the divisor specified in the U1DLL and U1DLM registers. This divided down clock is a 16x oversample clock, NBAUDOUT The modem interface contains registers U1MCR and U1MSR. This interface is responsible for handshaking between a modem peripheral and the UART1
The interrupt interface contains registers U1IER and U1IIR. The interrupt interface

receives several one clock wide enables from the U1TX and U1RX blocks.Status information from the U1TX and U1RX is stored in the U1LSR. Control information

for the U1TX and U1RX is stored in the U1LCR.

[image: image21.emf]
Fig 4.5 UART1 blockdiagram

4.1.1.12 Analog-to-Digital Converter (ADC):

Features:

· 10 bit successive approximation analog to digital converter (one in LPC2141/2 and two in LPC2144/6/8).

· Input multiplexing among 6 or 8 pins (ADC0 and ADC1).

· Power-down mode.

· Burst conversion mode for single or multiple inputs.

· Optional conversion on transition on input pin or Timer Match signal.

· Global Start command for both converters (LPC2144/6/8 only).

Description:

                Basic clocking for the A/D converters is provided by the VPB clock. A programmable divider is included in each converter, to scale this clock to the 4.5 MHz (max) clock needed by the successive approximation process. A fully accurate conversion requires 11 of these clocks. 

Pin description:

[image: image22.emf] 

Register description:

[image: image23.emf] 

Operation:

Hardware-triggered conversion:

If the BURST bit in the ADCR is 0 and the START field contains 010-111, the ADC willstart a conversion when a transition occurs on a selected pin or Timer Match signal. Th choices include conversion on a specified edge of any of 4 Match signals, or conversion on a specified edge of either of 2 Capture/Match pins. The pin state from the selected pador the selected Match signal, XORed with ADCR bit 27, is used in the edge detection

logic

Interrupts:

An interrupt request is asserted to the Vectored Interrupt Controller (VIC) when the DONE bit is 1. Software can use the Interrupt Enable bit for the A/D Converter in the VIC to control whether this assertion results in an interrupt. DONE is negated when the ADDR is read.
4.1.1.13 Real Time Clock 

Features:

· Measures the passage of time to maintain a calendar and clock.

· Ultra Low Power design to support battery powered systems
· Provides Seconds, Minutes, Hours, Day of Month, Month, Year, Day of Week, and Day of Year

· Dedicated 32 kHz oscillator or programmable prescaler from VPB clock.

· Dedicated power supply pin can be connected to a battery or to the main 3.3 V
Description:

on, and optionally when it is off. It uses little power in Power-down mode. On the LPC2141/2/4/6/8, the RTC can be clocked by a separate 32.768 KHz oscillator, or by a programmable prescale divider based on the VPB clock. Also, the RTC is powered by its , which can be connected to a battery or to the same 3.3 V supply used by the rest of the device.

Architecture
[image: image24.emf]
Fig 4.6 RTC blockdiagram
Register description:

The RTC includes a number of registers. The address space is split into four sections by functionality.The first eight addresses are the Miscellaneous Register Group(Section 19.4.2).

The second set of eight locations are the Time Counter Group(Section 19.4.12). The third set of eight locations contain the Alarm Register Group(Section 19.4.14). The remaining registers control the Reference Clock Divider. The Real Time Clock includes the register shown in Table 263. Detailed descriptions of the registers follow.
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RTC interrupts:

Interrupt generation is controlled through the Interrupt Location Register (ILR), CounterIncrement Interrupt Register (CIIR), the alarm registers, and the Alarm Mask Register (AMR). Interrupts are generated only by the transition into the interrupt state. The ILR separately enables CIIR and AMR interrupts. Each bit in CIIR corresponds to one of the time counters. If CIIR is enabled for a particular counter, then every time the counter is Incremented an interrupt is generated. The alarm registers allow the user to specify a date and time for an interrupt to be generated. The AMR provides a mechanism to mask alarm Compares. If all nonmasked alarm registers match the value in their corresponding time counter, then an interrupt is generated.

                The RTC interrupt can bring the microcontroller out of power-down mode if the RTC is operating from its own oscillator on the RTCX1-2 pins. When the RTC interrupt is enabled for wakeup and its selected event occurs, XTAL1/2 pins associated oscillator wakeup cycle is started

Miscellaneous register group:

[image: image26.emf]
Interrupt Location Register (ILR - 0xE002 4000):

The Interrupt Location Register is a 2-bit register that specifies which blocks are generating an interrupt (see Table 265). Writing a one to the appropriate bit clears the
[image: image27.emf]
Clock Tick Counter Register (CTCR - 0xE002 4004):

The Clock Tick Counter is read only. It can be reset to zero through the Clock Control Register (CCR). The CTC consists of the bits of the clock divider counter
[image: image28.emf]
4.1.2 ZIGBEE Technology:

ZIGBEE is a new wireless technology guided by the IEEE 802.15.4 Personal Area Networks standard. It is primarily designed for the wide ranging automation applications and to replace the existing non-standard technologies. It currently operates in the 868MHz band at a data rate of 20Kbps in Europe, 914MHz band at 40Kbps in the USA, and the 2.4GHz ISM bands Worldwide at a maximum data-rate of 250Kbps.
The ZIGBEE specification is a combination of Home RF Lite and the 802.15.4 specification. The specification operates in the 2.4GHz (ISM) radio band - the same band as 802.11b standard, Bluetooth, microwaves and some other devices. It is capable of connecting 255 devices per network. The specification supports data transmission rates of up to 250 Kbps at a range of up to 30 meters. ZIGBEE's technology is slower than 802.11b (11 Mbps) and Bluetooth (1 Mbps) but it consumes significantly less power.

802.15.4 (ZIGBEE) is a new standard uniquely designed for low rate wireless personal area networks. It targets low data rate, low power consumption and low cost wireless networking, and its goal is to provide a physical-layer and MAC-layer standard for such networks.

Wireless networks provide advantages in deployment, cost, size and distributed intelligence when compared with wired networks. This technology allows users to set up a network quickly, and allows them to set up networks where it is impossible or inconvenient to wire cables. Wireless networks are more cost-efficient than wired networks in general.

Bluetooth (802.15.1) was the first well-known wireless standard facing low data rate applications. The effort of Bluetooth to cover more applications and provide quality of service has led to its deviation from the design goal of simplicity, which makes it expensive and inappropriate for some simple applications requiring low cost and low power consumption. These are the kind of applications this new standard is focused on. It's relevant to compare here Bluetooth and ZIGBEE, as they are sometimes seen as competitors, to show their differences and to clarify for which applications suits each of them. 

The data transfer capabilities are much higher in Bluetooth, which is capable of transmitting audio, graphics and pictures over small networks, and also appropriate for file transfers. ZIGBEE, on the other hand, is better suited for transmitting smaller packets over large networks; mostly static networks with many, infrequently used devices, like home automation, toys, remote controls, etc. While the performance of a Bluetooth network drops when more than 8 devices are present, ZIGBEE networks can handle 65000+ devices. 

Probably the main feature of ZIGBEE is its limited power requirement. ZIGBEE is better for devices where the battery is rarely replaced, as it is designed to optimize slave power requirements, and battery life can be up to 2 years with normal batteries. Bluetooth is a cable replacement for items like phones, laptop computers and headsets. Bluetooth devices expect regular charging and use a power model like a mobile phone. 

ZIGBEE is also outstanding when facing timing critical, low power applications. The join time for a new slave is typically 30ms, and the time needed by a slave changing from sleeping to active, or accessing the channel is typically 15ms. Bluetooth devices need 3 seconds to either join a network or to change to active from sleeping state, though they are much faster accessing the channel (around 2ms).

4.2.1 Need for ZIGBEE Technology:

          ZIGBEE is the only wireless standards-based technology that addresses the unique needs of remote monitoring and control, sensory network applications. Sensors and controls don’t need high bandwidth but they do need low latency and very low energy consumption for long battery lives and for large device arrays. 
There are a multitude of standards that address mid to high data rates for voice, PC LANs, video, etc.  However, up till now there hasn’t been a wireless network standard that meets the unique needs of sensors and control devices. There are a multitude of proprietary wireless systems manufactured today to solve a multitude of problems that also don’t require high data rates but do require low cost and very low current drain. 


These proprietary systems were designed because there were no standards that met their requirements.  These legacy systems are creating significant interoperability problems with each other and with newer technologies. 

This network has large number of nodes when compared to other technologies. It is easy to deploy and configure i.e., if any new node enters into the network it automatically senses and configure it. The Zigbee device is interoperable.

4.1.2.2 Features 

· Standards-based wireless technology 

· Interoperability and worldwide usability 

· Low data-rates 

· Ultra low power consumption 

· Very small protocol stack 

· Support for small to excessively large networks 

· Simple design 

· Security 

· Reliability

4.1.2.3 Parameters
· Operating frequency

: 2.4GHz

· Operating voltage
            : 3.3V

· Transmitted power 

: 1mw

· Range 



: 30m(urban area), 200m (LOS)


· Data rate


: 250Kbps

· Operating temperature range 
: -40oC to +80oC

· Receiver sensitivity 

: -104dbm

· Frequency range

: 2.4 – 2.4875 GHz.
Network Topologies 
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 Fig 2.1 Network Topologies

There are three different network topologies that are supported by Zigbee, namely the star, mesh and cluster tree or hybrid networks. Each has its own advantages and can be used to advantage in different situations.

The star network is commonly used, having the advantage of simplicity.  In the star topology, the communication is established between devices and a single central controller, called the PAN coordinator. The PAN coordinator is the primary controller of the PAN. All devices operating on a network of either topology shall have unique 64 bit extended address, which can be exchanged for a short address allocated by the PAN coordinator when the device associates.

Mesh or peer-to-peer networks enable high degrees of reliability. The mesh topology also has a PAN coordinator, but any device can communicate with any other device as long as they are in range of one another. Mesh topology allows more complex network formations to be implemented. Mesh networking allows for redundancy in node links, so that if one node goes down, devices can find an alternative path to communicate with one another.

Cluster Tree network is essentially a combination of star and mesh topologies. Each independent PAN will select a unique identifier. This PAN identifier allows communications between devices within a network using short addresses and enables transmissions between devices across independent networks.

4.1.2.4 Network Elements

There are three network elements:

PAN Coordinator (Personal Area Network Coordinator)

· The central coordinator in a network is called PAN Coordinator.

· The PAN Coordinator is the primary controller of the PAN.

· Uses a specific 16-bit PAN ID.

· It has self healing property.

 FFD (Full Function Device)

· This acts as a ZigBee Router.

· Helps form the mesh and route data.

· This performs other functions like sensing.

RFD (Reduced Function Device)

· This cannot act as a router.

· This is the end node of the network.

· One RFD node cannot communicate directly with other RFD node.

Wireless technologies
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Fig 4.7 Various Wireless Technologies

The above figure illustrates data rates and operating range of Zigbee in comparison with other wireless technologies. The different technologies and standards mentioned above are classified under two networks.

· WPAN  (Wireless Personal Area Network)

· WLAN  (Wireless local Area Network)

In WPAN we have two competing technologies Zigbee, Bluetooth. The data rate of Zigbee is 250 kbps and that of Bluetooth is 1Mbps. Zigbee is focused on automation whereas Bluetooth focuses on connectivity between laptops and PDA’s.

In WLAN we have other technologies like WI-FI, WIMAX and HiperLAN. The data rates are high in WLAN which ranges from 1-54 Mbps. These technologies are costlier and complex when compared Zigbee. The below table shows the difference between different wireless technologies.

Table: 2.1 Comparisons of Various WLAN Technologies
	
	ZigBee
	802.11
(Wi-Fi)


	Bluetooth
	UWB (Ultra Wide Band)
	Wireless USB
	IR Wireless

	Data Rate
	20, 40, and 250 Kbits/s
	11 & 54 Mbits/sec
	1 Mbits/s
	100-500 Mbits/s
	62.5 Kbits/s
	20-40 Kbits/s


	Range
	10-100 meters
	50-100 meters
	10 meters
	<10 meters
	10 meters
	<10 meters (LOS)

	Networking Topology
	peer to peer, star, or mesh
	Point to hub
	Ad-hoc, very small networks


	Point to point
	Point to point
	Point to point

	Operating Frequency
	2.4 GHz
	2.4 & 5 GHz
	2.4 GHz
	3.1-10.6 GHz
	2.4 GHz
	800-900 nm



	Complexity
	Low
	High
	High
	Medium
	Low
	Low



	Power Consumption
	Very low
	High
	Medium
	Low
	Low
	Low

	Security
	128 AES plus application layer security

	
	64 and 128 bit encryption
	
	
	

	Typical Applications
	Industrial control and monitoring, sensor networks, building automation, home control 
	Wireless LAN connectivity, broadband Internet access
	Wireless connectivity between devices such as phones, PDA, laptops, headsets
	Streaming video, home entertainment applications
	PC peripheral connections
	Remote controls, PC, PDA, phone, laptop links




4.1.2.5 Application:

· Building Automation

· HVAC Control

· Asset Tracking

· Building Lighting
· Industrial Control

· Asset Management
· Process Control

· Environmental Monitor

· Energy Management

· Metering
· Medical Sensing and Monitoring

· Patient monitoring 

· Fitness monitoring

· Consumer Electronics

· TV

· VCR

· DVD/CD

· Remote Control

· Interactive Toys

· BUILDING

· PC and Peripherals

· Mouse 

· Keyboard

· Joystick

· Commercial control

· Home Security 

· Lawn Irrigation

· Home Remote Control

· Home Remote monitor

4.1.2.6 Zigbee Architecture
The IEEE 802.15.4 standard and Zigbee wireless network technology are ideal for the implementation of a wide range of low cost, low power and reliable control and monitoring applications within the private home and industrial environment. The working model of the IEEE 802.15.4 and Zigbee is illustrated in Figure 6.9.
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Fig: 4.8 Zigbee Architecture 
In the Zigbee architecture, the PHY layer and MAC layer are based on the IEEE 802.15.4 WPAN standard. Zigbee defines the NWK and APS layers. The software and hardware vendor will provide the software stack with appropriate tools to allow an OEM to create applications, which are added to the APL. 
-The Physical (PHY) layer and Medium Access Control (MAC) layer are based on the IEEE802.15.4 PAN standard. This includes the actual radio hardware. Above the MAC and PHY are the Network (NWK) and application layers defined by Zigbee.

The first two layers, the physical (PHY) and Medium Access Control (MAC) are defined in the IEEE standard. The other layers that build on the PHY and MAC layers are defined by the Zigbee alliance.  

The PHY layer contains the RF transceiver and access to the other hardware and control mechanisms. The function of the PHY is to activate and deactivate the radio transceiver and other hardware specific services such as access to the channels.

 The MAC layer is as described by the name a controlling device for radio medium. It controls access to the physical radio channel and other services defined by the PHY service. It is also responsible for a reliable transmission system through its services. The services are about channel access and transmission techniques and validation of data packets.

The network (NWK) layer is responsible for the network controlling functions. It controls the mechanism for joining and leaving a network and for creating a network for those devices which have the capability to do so. The NWK layer applies also security to what is going to be data packets. The NWK layer is responsible for discovery and storing information about the neighbors in the network. Responsibility for routing between devices and routing of packets to their destination goes to this layer.

The application layer (APL) consists of three different blocks which have different functionalities and responsibilities. The application support sub-layer (APS) is responsible for maintaining a table of devices that are connected to each other, a binding table. The APS layer provides an interface between the NWK layer and the APL with its set of services.

The Zigbee device object (ZDO) is responsible for managing Zigbee devices in the network. This could be discovering new device in the network and define its role in the network it also determines the services the new device provides. Possible device types are those defined in Zigbee standard and they are coordinators, routers and end devices. The Application Frame (AF) contains application objects which can be manufacturer defined application objects. An example of an application object is a power switch. 

The security service provider (SSP) provides enhanced security options as encryption with 128-bit key transport.             

Physical Layer
The physical layer is responsible for the radio hardware device. The standard defines two hardware 
Platforms for the IEEE 802.15.4. One describes the 2.4 GHz spectrum and one the 868/915 MHz spectrum.The lower band use different modulations technique and lowdata rate. Explanations for the different bands are given in the regulations section. The lower band provides better radio performance when reviewing the frequency band and the antenna performance .specifications in the rest of the report apply only for the 2.4GHz band.

Frequency bands:

Table: 6.9 Operating Frequency Bands of Zigbee

	PHY

(MHz)
	Frequency

Band

(MHz)
	Spreading parameters
	Data parameters

	
	
	Chip rate

(k chips/s)
	Modulation
	Bit rate

(kb/s)
	Symbol rate

(k symbol/s)
	symbols
	channels

	865/

915
	868-868.6
	300
	BPSK
	20
	20
	Binary
	0

	
	902-928
	600
	BPSK
	40
	40
	Binary
	1-10

	2400
	2400-

2483.5
	2000
	O-QPSK
	250
	62.5
	16-ary

Orthogonal
	11-26


Responsibility

The layer is responsible for the hardware and can be divided into the following tasks:

· Activation and deactivation of radio transceiver.

· Data transmission and reception.

· Channel frequency selection.

· Indicator for radio quality within channels and for packets.

· Channel access assessment technique.

Layer service

The PHY data service is responsible of transport of MPDU between MAC peer sub-layers through the PD-SAP. This is done by data primitives such as PD-DATA request. The PLME is responsible for managing a database of managed objects by the PHY. It is referred to as PHY information base (PIB). The PLME-SAP is responsible for management commands between the MAC layer management entity (MLME) and the PLME. The primitives that are provided are defined for the PLME. They provide for example performing CCA, Energy Detection (ED) measurements or accessing the PIB data base.

PHY enumeration descriptions, constants and PIB attributes are defined in a table in the standard. The maximum PSDU that the PHY shall be able to receive from the MAC layer is 127 octets as described in the introduction. Turnaround times for TX-to-RX and RX-to-TX shall be a maximum of 12 data symbol periods. Each symbol is 4 bits which gives a maximum turnaround time of 6 octet periods. 

The spreading of the data decreases the raw data transfer but leads to a much higher reliability in the transmission. Errors in the baseband chip sequence do not mean errors in the raw data. The probability to recognize the correct symbol even if bit errors have occurred is high. The O-QPSK modulation used is equivalent to MSK modulation. It utilizes constant amplitude and enables use of relatively nonlinear amplifier designs which means more simple and low cost construction.

Mac Layer

The MAC layer is responsible for accessing the physical radio channel through the PHY layer. It provides services to enable reliable single –hop communication links between devices in a network. The services are about channel access and transmission techniques and validation of data packets.

Layer Service

The services provided by the MAC layer can be divided into these sub groups:

· Providing a single-hop peer link between MAC entities.

· Supporting PAN association and dissociation.

· Using CSMA-CA mechanism for channel access.

· Handling and maintaining of GTS mechanism.

· Generate network beacons if device is coordinator.

· Synchronization to network beacons.

· Supporting device security.

Layer Structure 

The structure communication model is similar to the PHY layer. The MAC layer includes a management entity (MLME) which provides interface to management entities on other devices. The MLME is also responsible of maintaining a data base of management objects. The MAC sub-layer provides two services accessed through the data entity and management. The services are provided for the PHY layer and next higher layer. Data services provided by the MAC layer are those for requesting and confirming data for example. Management services in the MAC layer is among others association primitives, beacon primitives and channel scanning primitives.

CSMA-CA   


The CSMA-CA algorithm implements time units called backoff periods. In slotted CSMA-CA the backoff periods of every device in the network are aligned with the super frame boundaries of the coordinator. In the unslotted CSMA-CA the backoff periods of devices in the network are not related in time to any other device 9in the PAN.
The IEEE 802.15.4 MAC sub layer controls the access to the radio channel using the CSMA-CA (Carrier Sense Multiple Access with Collision Avoidance) method, and handles network (dis)association and MAC layer security (AES-128 encryption based). It is also responsible for flow control via acknowledgement and retransmission of data packets, frame validation, and network synchronization as well as support to upper layers for robust link operation. The Zigbee wireless technology specifies the network, security, and application layers upon the IEEE 802.15.4 PHY and MAC layers. The Zigbee Alliance also provides interoperability and conformance testing specifications. 

Channel Access

There are two types of channel access in the IEEE 802.15.4 defined communication system. They are based on contention which decides if the devices retain their own time slot for communication. The contention based allows the devices to access channel in the distributed way using CSMA-CA algorithm. With this contention free method the network coordinator decides about the channel access with the use of Guaranteed Time Slots (GTS) of the channel space. This contention free method is suitable for latency sensitive devices that require short delay time and no competition of the channel access.

Transmission


Transmission, reception and acknowledgements are procedures for sending data, receiving data and for acknowledging that data has been received or sent. Retransmission of data if error occurs if bounded to acknowledgments procedures that are optional.

Security

The MAC layer is responsible for providing security services when requested by higher layers. The higher layers are responsible for information necessary to provide needed security services. Key management, device authentication and freshness protection may be services provided by higher layers but out of the scope for this standard..

 The IEEE 802.15.4 supports the following security services:

· Access control

· Data encryption 

· Frame integrity

· Sequential freshness

The security can be implemented on both incoming and outgoing frames.

Access control provides and maintains an Access Control List (ACL). The list contains devices that have been selected and approved for communicating with. Data encryption security service uses a symmetric cipher to encrypt data for parties who do not have the cryptographic key. In this standard the data encryption may be provided on beacon payloads, command payloads and data payloads. Frame integrity service provides assurance that data have not been modified by parties without the cryptographic key and also that data originates from sources with the key. The service may be provided on beacon frames, command frames and data frames. Sequential freshness uses a sequence to protect from frames that are not the original in some manner.
Network Layer

The NWK layer is the first Zigbee layer. It is build upon the MAC and PHY layers. The NWK layer provides services for routing and multi-hop communication needed to build different network topologies it is required for correct functionality for underlying layers. It acts as a interface for next higher layer, the application layer. It includes a NWK layer management entity (NLME). The NLME and the NWK layer data entity (NLDE) uses the NLME-SAP and the NLDE-SAP for communicating to other layers.

The NLDE provides two kinds of services 

· Generate NWK Protocol Data Unit (NPDU) from next higher layer, APS layer.

· Deliver NPDU to recipient or route it to the next step towards the destination.  

The NLME provides the following services:

· Configuring a new device 

· Starting a network 

· Joining and leaving a network

· Addressing 

· Neighbour discovery 

· Route discovery

· Reception control

Attributes

A list of constants is characterizing the NWK layer. A list of attributes is also given and it is used to manage the NWK layer of a device. An attribute is a data entity that represents a physical quantity or a state. The attribute data is sent using commands.
Building network

The procedures for building networks are build on those defined in the MAC layer. Only coordinators are able to build a network. After that is guaranteed an ED scan is performed followed by an active scan. When data is processed a PAN identifier is selected, channel selection are made and a network address is assigned.
Joining network

Coordinators and routers can permit devices to join the network. The relationship between the device that provides permission and the device that wants to join the network is called a parent-child relationship. A parent can directly accept a child and join it to the network with the 64 bit IEEE address. The child retains then a short logical address. When a device wants to join a network first a scan procedure is performed. A suitable parent is searched for from the neighbour table. Joining the network is then done by an association request. If joining was successful the new device receives a 16 bit short address for communication within the network. The devices are then updating the information in their neighbour tables. Orphaning is the procedure that is performed when a child loose connection to its network or to its parent.

The leaving of a network can be done either by request from the child or as a request from the parent to force the child device to leave the network. Every device has an associated depth. It tells the minimum hops a data frame has to perform through parent links to reach the coordinator. The coordinator itself has 0 depth and its children have 1 depth. The maximum depth of the network is decided by the coordinator. Neighbour tables shall contain information about devices within a specified transmission range. The information shall be used for different purpose and contains basic device and network information. It can also be increased with more information. A table entry shall be updated each time a device receives a frame from the neighbour.

The addressing of joined devices can be assigned in two ways. Either as distributed address assignment mechanism or as higher-layer address assignment mechanism.

Apl Layer
The application layer is the second of two Zigbee layers. The application layer houses the responsibility for overall device management. It is also responsible for applications and service function within the application layer and to the NWK layer. The application layer consists of the APS, AF and ZDO.    

There are two addressing concepts for Zigbee devices. It consists of addressing the specific radio hardware or the application object. They are called node addressing respective endpoint addressing. A node refers to a single radio device. A node could consist of several subunits where each subunit has a device description. Each subunit is assigned its own specific endpoint which range from 1 to 240. Each endpoint has a description that describes for example what it does and which attributes it has. Attributes are variables that represent physical quantity or states. In a typical application an attribute could be temperature and endpoints could be sensor applications for temperature and humidity. A cluster is identifier of messages that are sent and are also container for attributes. A Zigbee device would then represent a node that could be an indoors climate report station and another Zigbee device node a controller and communication central for a climate control centre.

Application support sub-layer (APS)


The APS provides interface between the NWK layer and application layer. The services are offered via the two services, APS Data Entity (APSDE) and APS Management Entity (APSME). The APSDE provides data transmission through its APSDE-SAP and the management entity provides all other services through APSME-SAP.

The APSDE provides these services  
Generation of APDU-APS layer specific frame are generated

· Binding-Transmission between matched devices 

The APSME provides these services:
· Interaction with Zigbee Stack

· Binding-Ability to match devices 

· Security-Security relationships with use of keys

Transmission

If an indirect transmission is sent the originating device shall direct the transmission to the Zigbee coordinator which handles message reflection. The Zigbee coordinator contains the binding table and shall search for table entry that matches the source address, the cluster identifier or the source endpoint field. The transmission shall be directed to each of these matched entries. The source address is retained from the NWK layer, the cluster identifier and the source endpoint is included in the frame. The indirect transmission shall include the source endpoint or destination endpoint field depending on direction with respect to the coordinator. If the transmission is towards the coordinator for relay it shall contain destination endpoint. If it is directed from coordinator after relay it shall contain the source endpoint. Acknowledgement is optional and in indirect addressing the coordinator shall answer acknowledgement request from originating devices and requesting acknowledgement from devices that frames are relayed to. Retransmissions are bound to acknowledgement. When acknowledge is enabled retransmission shall be performed if error occurs. 

Application Framework (AF)

The application frame work is containing the application objects and provides services that the application uses. The applications communicate through the APSDE-SAP. The control and management of application frame is performed by ZDO public interfaces. The primitives is as for the APS sub-layer request, confirm and indication.

Endpoints
The application framework can house up to 240 application objects. Each one is defined on an endpoint with index from 1 to 240, see figure 2.13. Endpoint 0 is reserved and is used for interface to the ZDO and endpoint 255 is reserved for broadcasting of data to all application objects.
ZDO  

The ZDO is responsible for overall device management and handling of services. It uses its services to implement three different logical Zigbee devices, coordinator, router and end device. The ZDO is interfacing the management entities of the NWK and the APS sub-layer.


The ZDO is responsible for assembling data configuration from end points to implement these functions:

· Device and service discovery 

· Security manager

· Network manager

· Node manager
4.1.3 Thermistor:
Description and working

The word thermistor is an acronym for thermal resistor, i.e., a temperature sensitive resistor. It is used to detect very small changes in temperature. The variation in temperature is reflected through appreciable variation of the resistance of the device. Thermistors with both negative-temperature-coefficients (NTC) and positive temperature coefficient (PTC) are available, but NTC thermistors are more common. The negative-temperature coefficient means that the resistance increases with the increase in temperature.

The NTC thermistors are manufactured by sintering which is a process in which powdered materials are fused together by the application of heat semiconductor ceramic materials prepared from mixtures of metallic oxides of cobalt, nickel, manganese etc. These materials have high negative temperature coefficient. The PTC thermistors are made from doped barium titanate semi conducting material. This material has a very large change in resistance for a small change in temperature. In this project NTC thermistor is used.

Thermistors are manufactured in the form of beads, probes, disc, washers and rods. The beads are made in diameter ranging from 0.15mm to 2.5mm. These are useful where temperature sensing must be done in very limited spaces. Sealing thermistor beads in glass rods upto 25mm in diameter forms the probes. These are more rugged than beads and work well in liquids.

         

fig – 4.9 - schematic symbol
The discs and washers are made to meet certain industrial requirements. The discs are used in moderate power applications in conjunction with time response applications. The rods and washers are used for high power applications. Figure shows the schematic symbol of a thermistor.

4.1.3.1 Thermistor Characteristics:
Figure shows the thermistor characteristic (temperature-resistance characteristic) for the NTC and PTC thermistors. It may be noted that NTC thermistor has a resistance of about 10kilo ohms and 100kilo ohms at –50 C to 150 C respectively. It means that a temperature change of 200 C has resulted in a 100:1 change in resistance
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                            Fig- 4.10: -Thermistor Characteristic         
In case of PTC thermistor, the curve rises rapidly. The temperature where the resistance increases rapidly is called switching point. The switching point temperature depends upon the particular type of PTC thermistor. The typical values of the switching point temperature may range from 30 C to 160 C.

4.1.3.2 Thermistor Applications:
Thermistors are extensively used in industrial, commercial, medical and household applications. Some of the important applications of thermistors are:

1. Temperature measurement and control.

2. Liquid level measurement.

3. Temperature compensation in electronic circuits.

4. Flow rate measurement.

4.1.4 Buzzer
The "Piezoelectric sound components" introduced herein operate on an innovative principle utilizing natural oscillation of piezoelectric ceramics. These buzzers are offered in lightweight compact sizes from the smallest diameter of 12mm to large Piezo electric sounders. Today, piezoelectric sound components are used in many ways such as home appliances, OA equipment, audio equipment telephones, etc. And they are applied widely, for example, in alarms, speakers, telephone ringers, receivers, transmitters, beep sounds, etc.
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                            FIG4.11: Types of Buzzers

Oscillating System:

Basically, the sound source of a piezoelectric sound component is a piezoelectric diaphragm. A piezoelectric diaphragm consists of a piezoelectric ceramic plate which has electrodes on both sides and a metal plate (brass or stainless steel, etc.). A piezoelectric ceramic plate is attached to a metal plate with adhesives.

Fig. 2 shows the oscillating system of a piezoelectric diaphragm. Applying D.C. voltage between electrodes of a piezoelectric diaphragm causes mechanical distortion due to the piezoelectric effect. For a misshaped piezoelectric element, the distortion of the piezoelectric element expands in a radial direction. And the piezoelectric diaphragm bends toward the direction shown in Fig.2 (a).

[image: image33.emf][image: image34.emf]
Fig 4.12 oscillation system
4.1.4.1 Design Procedures:
In general, man's audible frequency range is about 20 Hz to 20kHz. Frequency ranges of 2kHz to 4kHz are most easily heard. For this reason, most piezoelectric sound components are used in this frequency range, and the resonant frequency (f0) is generally selected in the same range too. As shown in Fig. 3, the resonant frequency depends on methods used to support the piezoelectric diaphragm. If piezoelectric diaphragms are of the same shape, their values will become smaller in the order of (a), (b) and (c). 

[image: image35.emf]
Fig 4.13 supportng method
In general, the piezoelectric diaphragm is installed in a cavity to produce high sound pressure. The resonant frequency (fcav) of the cavity in is obtained from Formula (1) (Helmholtz's Formula). Since the piezoelectric diaphragm and cavity have proper resonant frequencies, (f0) and (fcav) respectively, sound pressure in specific frequencies can be increased and a specific bandwidth can be provided by controlling both positions.
4.1.5.Liquid crystal display
  Liquid crystal displays (LCDs) have materials, which combine the properties of both liquids and crystals. Rather than having a melting point, they have a temperature range within which the molecules are almost as mobile as they would be in a liquid, but are grouped together in an ordered form similar to a crystal.

An LCD consists of two glass panels, with the liquid crystal material sand witched in between them. The inner surface of the glass plates are coated with transparent electrodes which define the character, symbols or patterns to be displayed polymeric layers are present in between the electrodes and the liquid crystal, which makes the liquid crystal molecules to maintain a defined orientation angle.


One each polarisers are pasted outside the two glass panels. These polarisers would rotate the light rays passing through them to a definite angle, in a particular direction.


When the LCD is in the off state, light rays are rotated by the two polarisers and the liquid crystal, such that the light rays come out of the LCD without any orientation, and hence the LCD appears transparent.


When sufficient voltage is applied to the electrodes, the liquid crystal molecules would be aligned in a specific direction. The light rays passing through the LCD would be rotated by the polarisers, which would result in activating/ highlighting the desired characters.


The LCD’s are lightweight with only a few millimeters thickness. Since the LCD’s consume less power, they are compatible with low power electronic circuits, and can be powered for long durations.


The LCD’s don’t generate light and so light is needed to read the display. By using backlighting, reading is possible in the dark. The LCD’s have long life and a wide operating temperature range.


Changing the display size or the layout size is relatively simple which makes the LCD’s more customers friendly.


The LCDs used exclusively in watches, calculators and measuring instruments are the simple seven-segment displays, having a limited amount of numeric data. The recent advances in technology have resulted in better legibility, more information displaying capability and a wider temperature range. These have resulted in the LCDs being extensively used in telecommunications and entertainment electronics. The LCDs have even started replacing the cathode ray tubes (CRTs) used for the display of text and graphics, and also in small TV applications.

This section describes the operation modes of  LCD’s then describe how to program and interface an LCD to 8051 using Assembly and C.

4.1.5.1 LCD operation

In recent years the LCD is finding widespread use replacing LEDs(seven-segment LEDs  or other multisegment LEDs).This is due to the following reasons:

             1. 
The declining prices of LCDs.

             2. 
The ability to display numbers, characters and graphics. This is in                                 

                
contract to LEDs, which are  limited to numbers and a few characters.

              3. 
Incorporation of a refreshing controller into the LCD, there by                         

                        relieving the CPU of the task of refreshing the LCD. In the contrast,   

                        the LED must be refreshed by the CPU to keep  displaying the data.

              4. 
Ease of programming for characters and graphics.

4.1.5.2 LCD pin description  

The LCD discussed in this section has 14 pins. The function of each pins is given in table.
TABLE 1:Pin description for LCD:                      
	Pin
	symbol
	I/O
	Description

	1
	Vss
	--
	Ground

	2
	Vcc
	--
	+5V power supply

	3
	VEE
	--
	Power supply to control contrast

	4
	RS
	I
	RS=0 to select command register

RS=1 to select  

data register

	5
	R/W
	I
	R/W=0 for write

R/W=1 for  read

	6
	E
	I/O
	Enable

	7
	DB0
	I/O
	The 8-bit data bus

	8
	DB1
	I/O
	The 8-bit data bus

	9
	DB2
	I/O
	The 8-bit data bus

	10
	DB3
	I/O
	The 8-bit data bus

	11
	DB4
	I/O
	The 8-bit data bus

	12
	DB5
	I/O
	The 8-bit data bus

	13
	DB6
	I/O
	The 8-bit data bus

	14
	DB7
	I/O
	The 8-bit data bus


TABLE 2: LCD Command Codes 

	Code

(hex)
	Command to LCD Instruction

     Register

	1 
	Clear display screen

	2
	Return home

	4
	Decrement cursor

	6
	Increment cursor

	5
	Shift display right

	7
	Shift display left  

	8
	Display off, cursor off

	A
	Display off, cursor on

	C
	Display on, cursor off

	E
	Display on, cursor on

	F
	Display on, cursor blinking

	10
	Shift cursor position to left

	14
	Shift cursor position to right

	18
	Shift the entire display to the left

	1C
	Shift the entire display to the right

	80
	Force cursor to beginning of 1st line

	C0
	Force cursor to beginning of 2nd line

	38
	2 lines and 5x7 matrix


Uses:
                      The LCDs used exclusively in watches, calculators and measuring instruments are the simple seven-segment displays, having a limited amount of numeric data. The recent advances in technology have resulted in better legibility, more information displaying capability and a wider temperature range. These have resulted in the LCDs being extensively used in telecommunications and entertainment electronics. The LCDs have even started replacing the cathode ray tubes (CRTs) used for the display of text and graphics, and also in small TV applications.

4.1.5.3 LCD INTERFACING

Sending commands and data to LCDs with a time delay:
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Fig 4.14: Interfacing of LCD to a micro controller

To send any command from table 2 to the LCD, make pin RS=0.

for data, make RS=1.Then send a high –to-low  pulse to the E pin to enable the internal latch of the LCD.

4.1.6 Power supply:                                           

                                       The power supplies are designed to convert high voltage AC mains electricity to a suitable low voltage supply for electronics circuits and other devices. A power supply can by broken down into a series of blocks, each of which performs a particular function. A d.c power supply which maintains the output voltage constant irrespective of a.c mains fluctuations or load variations is known as “Regulated D.C Power Supply”

For example a 5V regulated power supply system as shown below: 
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Fig 4.15  power supply
4.1.6.1 Transformer:

                       A transformer is an electrical device which is used to convert electrical power from one Electrical circuit to another without change in frequency.

Transformers convert AC electricity from one voltage to another with little loss of power. Transformers work only with AC and this is one of the reasons why mains electricity is AC.  Step-up transformers increase in output voltage, step-down transformers decrease in output voltage. Most power supplies use a step-down transformer to reduce the dangerously high mains voltage to a safer low voltage.   The input coil is called the primary and the output coil is called the secondary. There is no electrical connection between the two coils; instead they are linked by an alternating magnetic field created in the soft-iron core of the transformer. The two lines in the middle of the circuit symbol represent the core.   Transformers waste very little power so the power out is (almost) equal to the power in. Note that as voltage is stepped down current is stepped up.   The ratio of the number of turns on each coil, called the turn’s ratio, determines the ratio of the voltages. A step-down transformer has a large number of turns on its primary (input) coil which is connected to the high voltage mains supply, and a small number of turns on its secondary (output) coil to give a low output voltage. 
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  4.16 Transformer

Turns ratio = Vp/ VS = Np/NS

Power Out= Power In
VS X IS=VP X IP
Vp = primary (input) voltage
Np = number of turns on primary coil
Ip  = primary (input) current     
4.1.6.2 Rectifier:
             A circuit which is used to convert a.c to dc is known as RECTIFIER. The process of conversion a.c to d.c is called “rectification”

Types Of Rectifiers:
Half wave Rectifier

Full wave rectifier

1. Centre tap full wave rectifier.

2. Bridge type full bridge rectifier.  
Comparison of rectifier circuits:
	Parameter
	                      Type of Rectifier

	
	   Half wave                                Full wave             Bridge

	Number of   diodes


	        1
	      2
	4

	PIV of diodes


	      Vm
	     2Vm 
	     Vm

	D.C output voltage
	      Vm/
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	  2Vm/
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	    2Vm/
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	Vdc,at 

no-load                  
	    0.318Vm
	  0.636Vm
	0.636Vm

	Ripple factor
	      1.21
	    0.482
	     0.482

	    Ripple      

   Frequency
	        f 
	      2f
	       2f

	  Rectification

   Efficiency
	      0.406
	    0.812
	   0.812

	  Transformer 

   Utilization

   Factor(TUF)   
	     0.287
	   0.693
	   0.812

	RMS voltage Vrms
	       Vm/2    
	   Vm/√2
	Vm/√2


4.1.6.3 Full-wave Rectifier:

From the above comparision we came to know that full wave bridge rectifier as more advantages than the other two rectifiers. So, in our project we are using full wave bridge rectifier circuit.

Bridge Rectifier:

 A bridge rectifier makes use of four diodes in a bridge arrangement to achieve full-wave rectification. This is a widely used configuration, both with individual diodes wired as shown and with single component bridges where the diode bridge is wired internally.

[image: image42]   A bridge rectifier makes use of four diodes in a bridge arrangement as shown in fig(a) to achieve full-wave rectification. This is a widely used configuration, both with individual diodes wired as shown and with single component bridges where the diode bridge is wired internally.
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Fig4.17  bridge rectifier
Operation

           During positive half cycle of secondary, the diodes D2 and D3 are in forward biased while D1 and D4 are in reverse biased as shown in the fig(b). The  current flow direction is shown in the fig (b) with dotted arrows.
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Fig4.17(a)  bridge rectifier operation
During negative half cycle of secondary voltage, the diodes D1 and D4 are in forward biased while D2 and D3 are in reverse biased as shown in the fig(c). The  current flow direction is shown in the fig (c) with dotted arrows.       

             [image: image46.png]OUTPUT




        Fig4.17(b)  bridge rectifier operation
4.1.6.4 Filter

            A Filter  is a device which removes the a.c component of rectifier output but allows the d.c component to reach the load

Capacitor Filter

                We have seen that the ripple content in the rectified output of half wave rectifier is 121% or that of full-wave or bridge rectifier or bridge rectifier is 48% such high percentages of ripples is not acceptable for most of the applications. Ripples can be removed by one of the following methods of filtering.
(a)  A capacitor, in parallel to the load, provides an easier by –pass for the ripples voltage though it due to low impedance. At ripple frequency and leave the d.c.to appears the load.
(b) An inductor, in series with the load, prevents the passage of the ripple current (due to high impedance at ripple frequency) while allowing the d.c (due to low resistance to d.c)

(c) various combinations of capacitor  and inductor, such  as L-section  filter  [image: image47.png]


 section filter, multiple section filter etc. which make use of  both the properties mentioned in (a) and (b) above. Two cases of capacitor filter, one applied on half wave rectifier and another with full wave rectifier.

Filtering is performed by a large value electrolytic capacitor connected across the DC supply to act as a reservoir, supplying current to the output when the varying DC voltage from the rectifier is falling. The capacitor charges quickly near the peak of the varying DC, and then discharges as it supplies current to the output. Filtering significantly increases the average DC voltage to almost the peak value (1.4 × RMS value). 

To calculate the value of capacitor(C),

                                    C = ¼*√3*f*r*Rl

              Where,

                              f = supply frequency,

                              r = ripple factor,

                             Rl = load resistance

Note: In our circuit we are using 1000µF Hence large value of capacitor is placed to reduce ripples and to improve the DC component. 

4.1.6.5 Regulator

                 Voltage regulator ICs is available with fixed (typically 5, 12 and 15V) or variable output voltages. The maximum current they can pass also rates them. Negative voltage regulators are available, mainly for use in dual supplies. Most regulators include some automatic protection from excessive current ('overload protection') and overheating ('thermal protection').  Many of the fixed voltage regulator ICs have 3 leads and look like power transistors, such as the 7805 +5V 1A regulator shown on the right. The LM7805 is simple to use. You simply connect the positive lead of your unregulated DC power supply (anything from 9VDC to 24VDC) to the Input pin, connect the negative lead to the Common pin and then when you turn on the power, you get a 5 volt supply from the output pin. 

[image: image48.png]



Fig 4.18 A Three Terminal Voltage Regulator

78XX

The Bay Linear LM78XX is integrated linear positive regulator with three terminals. The LM78XX offer several fixed output voltages making them useful in wide range of applications. When used as a zener diode/resistor combination replacement, the LM78XX usually results in an effective output impedance improvement of two orders of magnitude, lower quiescent current. The LM78XX is available in the TO-252, TO-220 & TO-263packages,

Features
• Output Current of 1.5A

• Output Voltage Tolerance of 5%

• Internal thermal overload protection

• Internal Short-Circuit Limited

• No External Component

• Output Voltage 5.0V, 6V, 8V, 9V, 10V,12V, 15V, 18V, 24V

• Offer in plastic TO-252, TO-220 & TO-263

• Direct Replacement for LM78XX

4.1.7 Smoke Sensor
               Smoke sensor is used to detect any leakage of smoke and any hazardous gases such that an alarm can be initiated to avoid any damages in the industries. These sensors are also used in many applications like corporate and in any office work areas these are linked to fire alarms and buzzers through the micro-controller.  

4.1.7.1 Smoke Detectors

                 There are two main types of smoke detectors: Ionization detectors and photoelectric detectors. A smoke alarm uses one or both methods, sometimes plus a heat detector, to warn of a fire. 

4.1.7.2 Ionization Detectors

               Ionization detectors have an ionization chamber and a source of ionizing radiation. The source of ionizing radiation is a minute quantity of americium-241 (perhaps 1/5000th of a gram), which is a source of alpha particles (helium nuclei). The ionization chamber consists of two plates separated by about a centimeter. The battery applies a voltage to the plates, charging one plate positive and the other plate negative. Alpha particles constantly released by the americium knock electrons off of the atoms in the air, ionizing the oxygen and nitrogen atoms in the chamber. The positively-charged oxygen and nitrogen atoms are attracted to the negative plate and the electrons are attracted to the positive plate, generating a small, continuous electric current. When smoke enters the ionization chamber, the smoke particles attach to the ions and neutralize them, so they do not reach the plate. The drop in current between the plates triggers the alarm. 

4.1.7.3 Photoelectric Detectors 

              In one type of photoelectric device, smoke can block a light beam. In this case, the reduction in light reaching a photocell sets off the alarm. In the most common type of photoelectric unit, however, light is scattered by smoke particles onto a photocell, initiating an alarm. In this type of detector there is a T-shaped chamber with a light-emitting diode (LED) that shoots a beam of light across the horizontal bar of the T. A photocell, positioned at the bottom of the vertical base of the T, generates a current when it is exposed to light. Under smoke-free conditions, the light beam crosses the top of the T in an uninterrupted straight line, not striking the photocell positioned at a right angle below the beam. When smoke is present, the light is scattered by smoke particles, and some of the light is directed down the vertical part of the T to strike the photocell. When sufficient light hits the cell, the current triggers the alarm. 
Which Method is better? 
 Both ionization and photoelectric detectors are effective smoke sensors. Both types of smoke detectors must pass the same test to be certified as UL smoke detectors. Ionization detectors respond more quickly to flaming fires with smaller fire particles; photoelectric detectors respond more quickly to smoldering fires. In either type of detector, steam or high humidity can lead to condensation on the circuit board and sensor, causing the alarm to sound. Ionization detectors are less expensive than photoelectric detectors, but some users purposely disable them because they are more likely to sound an alarm from normal cooking due to their sensitivity to minute smoke particles. However, ionization detectors have a degree of built-in security not inherent to photoelectric detectors. When the battery starts to fail in an ionization detector, the ion current falls and the alarm sounds, warning that it is time to change the battery before the detector becomes ineffective. Back-up batteries may be used for photoelectric detectors.
4.1.8 Gsm Technology
               An embedded system is a special-purpose system in which the computer is completely encapsulated by or dedicated to the device or system it controls. Unlike a general-purpose computer, such as a personal computer, an embedded system performs one or a few pre-defined tasks, usually with very specific requirements. Since the system is dedicated to specific tasks, design engineers can optimize it, reducing the size and cost of the product. Embedded systems are often mass-produced, benefiting from economies of scale.
4.1.7.1 What is GSM
Global System for Mobile Communication (GSM) is a set of ETSI standards specifying the infrastructure for a digital cellular service. The standard is used in approx. 85 countries in the world including such locations as Europe, Japan and Australia1.

GSM Call Routing:

Mobile Subscriber Roaming
When a mobile subscriber roams into a new location area (new VLR), the VLR automatically determines that it must update the HLR with the new location information, which it does using an SS7 Location Update Request Message. The Location Update Message is routed to the HLR through the SS7 network, based on the global title translation of the IMSI that is stored within the SCCP Called Party Address portion of the message. The HLR responds with a message that informs the VLR whether the subscriber should be provided service in the new location. 

4.1.7.2 Mobile Subscriber ISDN Number (MSISDN) Call Routing
When a user dials a GSM mobile subscriber's MSISDN, the PSTN routes the call to the Home MSC based on the dialed telephone number. The MSC must then query the HLR based on the MSISDN, to attain routing information required to route the call to the subscribers' current location. 

The MSC stores global title translation tables that are used to determine the HLR associated with the MSISDN. When only one HLR exists, the translation tables are trivial. When more than one HLR is used however, the translations become extremely challenging; with one translation record per subscriber (see the example below). Having determined the appropriate HLR address, the MSC sends a Routing Information Request to it. 
When the HLR receives the Routing Information Request, it maps the MSISDN to the IMSI, and ascertains the subscribers' profile including the current VLR at which the subscriber is registered. The HLR then queries the VLR for a Mobile Station Roaming Number (MSRN). The MSRN is essentially an ISDN telephone number at which the mobile subscriber can currently be reached. The MSRN is a temporary number that is valid only for the duration of a single call. 

The HLR generates a response message, which includes the MSRN, and sends it back across the SS7 network to the MSC. Finally, the MSC attempts to complete the call using the MSRN provided
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                                    Fig 4.19 GSM
GSM (Global System for Mobile communication) is a digital mobile telephone system that is widely used in many parts of the world. GSM uses a variation of Time Division Multiple Access (TDMA) and is the most widely used of the three digital wireless telephone technologies (TDMA, GSM, and CDMA). GSM digitizes and compresses data, then sends it down a channel with two other streams of user data, each in its own time slot. GSM operates in the 900MHz, 1800MHz, or 1900 MHz frequency bands.
                GSM has been the backbone of the phenomenal success in mobile telecoms over the last decade. Now, at the dawn of the era of true broadband services, GSM continues to evolve to meet new demands. One of GSM's great strengths is its international roaming capability, giving consumers a seamless service. This has been a vital driver in growth, with around 300 million. In the Americas, today's 7 million subscribers are set to grow rapidly, with market potential of 500 million in population, due to the introduction of GSM 800, which allows operators using the 800 MHz band to have access to GSM technology too.
            GSM together with other technologies is part of an evolution of wireless mobile telecommunication that includes High-Speed Circuit-Switched Data (HCSD), General Packet Radio System (GPRS), Enhanced Data GSM Environment (EDGE), and Universal Mobile Telecommunicationsservice(UMTS).
             GSM security issues such as theft of service, privacy, and legal interception continue to raise significant interest in the GSM community. The purpose of this portal is to raise awareness of these issues with GSM security.
               The mobile communications has become one of the driving forces of the digital revolution. Everyday, millions of people are making phone calls by pressing a few buttons. Little is known about how one person's voice reaches the other person's phone that is thousands of miles away. Even less is known about the security measures and protection behind the system. The complexity of the cell phone is increasing as people begin sending text messages and digital pictures to their friends and family. The cell phone is slowly turning into a handheld computer. All the features and advancements in cell phone technology require a backbone to support it. The system has to provide security and the capability for growth to accommodate future enhancements. General System for Mobile Communications, GSM, is one of the many solutions out there. GSM has been dubbed the "Wireless Revolution" and it doesn't take much to realize why GSM provides a secure and confidential method of communication.
                      Digital containers offer an alternative way of securely delivering content to consumers. They can offer many advantages, particularly for content delivery over mobile phone networks: 
Scalability 

Micro transactions/Micro payments compatibility 

Content channel neutrality (heterogeneous networks, unicast /multicast/broadcast etc) 

Possibility of DRM 
Consumer anonymity 

Etc. 
4.1.7.3 GSM Modems

           A GSM modem can be an external modem device, such as the Wavecom FASTRACK Modem.  Insert a GSM SIM card into this modem, and connect the modem to an available serial port on your computer.
          A GSM modem can be a PC Card installed in a notebook computer, such as the Nokia Card Phone.
          A GSM modem could also be a standard GSM mobile phone with the appropriate cable and software driver to connect to a serial port on your computer.  Phones such as the Nokia 7110 with a DLR-3 cable, or various Ericsson phones, are often used for this purpose.

          A dedicated GSM modem (external or PC Card) is usually preferable to a GSM mobile phone.  This is because of some compatibility issues that can exist with mobile phones.  For example, if you wish to be able to receive inbound MMS messages with your gateway, and you are using a mobile phone as your modem, you must utilize a mobile phone that does not support WAP push or MMS.  This is because the mobile phone automatically processes these messages, without forwarding them via the modem interface.  Similarly some mobile phones will not allow you to correctly receive SMS text messages longer than 160 bytes (known as “concatenated SMS” or “long SMS”).  This is because these long messages are actually sent as separate SMS messages, and the phone attempts to reassemble the message before forwarding via the modem interface.  (We’ve observed this latter problem utilizing the Ericsson R380, while it does not appear to be a problem with many other Ericsson models.)

         When you install your GSM modem, or connect your GSM mobile phone to the computer, be sure to install the appropriate Windows modem driver from the device manufacturer.  To simplify configuration, the Now SMS/MMS Gateway will communicate with the device via this driver.  An additional benefit of utilizing this driver is that you can use Windows diagnostics to ensure that the modem is communicating properly with the computer.

The Now SMS/MMS gateway can simultaneously support multiple modems, provided that your computer hardware has the available communications port resources.
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                      Fig 4.20 GSM smart modem

4.1.7.4 Smart Modem (Gsm/Gprs)
4.1.7.4.1 Introduction 
         Analogic’s GSM Smart Modem is a multi-functional, ready to use, rugged and versatile modem that can be embedded or plugged into any application. The Smart Modem can be customized to various applications by using the standard AT commands. The modem is fully type-approved and can directly be integrated into your projects with any or all the features of Voice, Data, Fax, SMS, and Internet etc.
Smart Modem kit contain the following items: 

Analogic’s GSM/GPRS Smart Modem 

SMPS based  power supply adapter.   

3 dBi antenna with cable (optional: other types)

Data cable (RS232)

User Manual 
4.1.7.4.2 Product Description
           The connectors integrated to the body, guarantee the reliable output and input connections. An extractible holder is used to insert the SIM card (Micro-SIM type). Status LED indicates the operating mode.
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Fig 4.21: Block diagram of modem with key connections

Physical Characteristics 

	Dimensions 
	100 x 78 x 32 mm (excluding connectors)

	Weight 
	125 grams 

	Housing 
	Aluminum Profiled 


Temperature Range

Operating temperature: from -200C to +550C
Storage temperature:  from -250C to +700C
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Fig 4.22: Internal diagram of GSM modem

4.1.7.4.3 Installing the modem

To install the modem, plug the device on to the supplied SMPS Adapter. For Automotive applications fix the modem permanently using the mounting slots (optional as per your requirement dimensions).


Inserting/ Removing the SIM Card

To insert or Remove the SIM Card, it is necessary to press the SIM holder ejector button with Sharp edged object like a pen or a needle. With this, the SIM holder comes out a little, then pulls it out and insert or remove the SIM Card
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Fig 4.23: Inserting/Removing the sim card into the modem

Make sure that the ejector is pushed out completely before accessing the SIM Card holder do not remove the SIM card holder by force or tamper it (it may permanently damage). Place the SIM Card Properly as per the direction of the installation. It is very important that the SIM is placed in the right direction for its proper working condition

4.1.7.4.4 Connecting External Antenna

Connect GSM Smart Modem to the external antenna with cable end with SMA male. The Frequency of the antenna may be GSM 900/1800 MHz. The antenna may be ( 0 dbi, 3 dbi or short length L-type antenna) as per the field conditions and signal conditions.

DC Supply Connection  

 The Modem will automatically turn ON when connection is given to it. The following is the Power Supply Requirement: 

	Parameters 
	MIN
	Avg 
	Max 

	Supply Voltage 
	5 V
	9 V
	12 V

	Peak Current at 5 V supply 
	
	
	1.8 A (during transmission)

	Average Current at 5 V supply in idle Mode 
	
	
	35 mA 

	Average Current at 5 V supply in idle Mode and RS232 Power Saving Activated 
	
	
	13 mA 


4.1.7.4.5 Connecting Modem to external devices
       RS232 can be used to connect to the external device through the D-SUB/ USB (for USB model only) device that is provided in the modem. 
Connectors
	Connector 
	Function 

	SMA 
	RF Antenna connector 

	15 pin or 9 pin D-SUB    USB (optional)
	RS232 link Audio link (only for 15 D-SUB) Reset (only for 15 D-SUB) USB communication port (optional)

	2 pin Phoenix tm 
	Power Supply Connector 

	SIM Connector 
	SIM Card Connection 

	RJ11  (For 9 D-SUB and USB only) 
	Audio link  Simple hand set connection (4 wire) 2 wire desktop phone connection 


Description of the interfaces 

The modem comprises several interfaces:

LED Function including operating Status

External antenna (via SMA)

Serial and control link 

Power Supply (Via 2 pin Phoenix tm contact)

SIM card holder 
4.1.7.4.6 LED Status Indicator
The LED will indicate different status of the modem: 

OFF 


Modem Switched off

ON 


Modem is connecting to the network

Flashing Slowly 
Modem is in idle mode

Flashing rapidly 
Modem is in transmission/communication (GSM only) 

9 - PIN D-SUB Female Connector 

	PIN
	NAME 
	Designation 
	Type

	1
	X None
	NC 
	NC

	2
	TX
	Transmit Data 
	Input

	3
	Rx
	Receive Data
	Output 

	4
	DSR 
	Data Set Ready 
	Output 

	5
	GND
	Ground 
	Ground

	6
	DTR
	Data Terminal Ready 
	Input 

	7
	CTS 
	Clear to send 
	Output 

	8
	RTS 
	Request to send 
	Input 

	9
	X None
	NC
	NC


Protecting Modem

              Do not expose to the modem to extreme conditions such as High temperatures, direct sunlight, High Humidity, Rain, Chemicals, Water, Dust etc. For these details see the specifications given. Do not drop, Shake or hit the Modem. (Warranty may void) .The Modem should not be used in extreme vibrating conditions  handle the Antenna and cable with care. 
AT commands features
 Line settings

         A serial link handler is set with the following default values Autobaud, 8 bits data, 1 stop bit, no parity, flow control.
Command line
      Commands always start with AT (which means attention) and finish with a <CR> character.
Information responses and result codes

Responses start and end with <CR><LF>,.
If command syntax is incorrect, an ERROR string is returned.

If command syntax is correct but with some incorrect parameters, the +CME ERROR: <Err> or +CMS ERROR: <SmsErr> strings are returned with different error codes.

If the command line has been performed successfully, an OK string is returned.

In some cases, such as “AT+CPIN?” or (unsolicited) incoming events, the product does not return the OK string as a response.

4.1.7.4.7 Services provided by GSM

        GSM was designed having interoperability with ISDN in mind, and the services provided by GSM are a subset of the standard ISDN services. Speech is the most basic, and most important, teleservice provided by GSM. 
         In addition, various data services are supported, with user bit rates up to 9600 bps. Specially equipped GSM terminals can connect with PSTN, ISDN, Packet Switched and Circuit Switched Public Data Networks, through several possible methods, using synchronous or asynchronous transmission. Also supported are Group 3 facsimile service, videotex, and teletex. Other GSM services include a cell broadcast service, where messages such as traffic reports, are broadcast to users in particular cells. 

       A service unique to GSM, the Short Message Service, allows users to send and receive point-to-point alphanumeric messages up to a few tens of bytes. It is similar to paging services, but much more comprehensive, allowing bi-directional messages, store-and-forward delivery, and acknowledgement of successful delivery. 
      Supplementary services enhance the set of basic teleservices. In the Phase I specifications, supplementary services include variations of call forwarding and call barring, such as Call Forward on Busy or Barring of Outgoing International Calls. Many more supplementary services, including multiparty calls, advice of charge, call waiting, and calling line identification presentation will be offered in the Phase 2 specifications. 

4.1.7.4.8 Architecture of the GSM network

          A GSM network is composed of several functional entities, whose functions and interfaces are specified. Figure 1 shows the layout of a generic GSM network. The GSM network can be divided into three broad parts. The Mobile Station is carried by the subscriber. The Base Station Subsystem controls the radio link with the Mobile Station. The Network Subsystem, the main part of which is the Mobile services Switching Center (MSC), performs the switching of calls between the mobile users, and between mobile and fixed network users. The MSC also handles the mobility management operations. Not shown are the Operations

       A GSM network is composed of several functional entities, whose functions and interfaces are specified. Figure 1 shows the layout of a generic GSM network. The GSM network can be divided into three broad parts.  Subscriber carries the Mobile Station. The Base Station Subsystem controls the radio link with the Mobile Station. The Network Subsystem, the main part of which is the Mobile services Switching Center (MSC), performs the switching of calls between the mobile users, and between mobile and fixed network users. The MSC also handles the mobility management operations. Not shown is the Operations intendance Center, which oversees the proper operation and setup of the network. The Mobile Station and the Base Station Subsystem communicate across the Um interface, also known as the air interface or radio link. The Base Station Subsystem communicates with the Mobile services Switching Center across the A interface. 
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Fig 4.24: General architecture of a GSM network

Mobile Station

       The mobile station (MS) consists of the mobile equipment (the terminal) and a smart card called the Subscriber Identity Module (SIM). The SIM provides personal mobility, so that the user can have access to subscribed services irrespective of a specific terminal. By inserting the SIM card into another GSM terminal, the user is able to receive calls at that terminal, make calls from that terminal, and receive other subscribed services. 
       The mobile equipment is uniquely identified by the International Mobile Equipment Identity (IMEI). The SIM card contains the International Mobile Subscriber Identity (IMSI) used to identify the subscriber to the system, a secret key for authentication, and other information. The IMEI and the IMSI are independent, thereby allowing personal mobility. The SIM card may be protected against unauthorized use by a password or personal identity number. 
Base Station Subsystem

       The Base Station Subsystem is composed of two parts, the Base Transceiver Station (BTS) and the Base Station Controller (BSC). These communicate across the standardized Abis interface, allowing (as in the rest of the system) operation between components made by different suppliers. 
      The Base Transceiver Station houses the radio transceivers that define a cell and handles the radio-link protocols with the Mobile Station. In a large urban area, there will potentially be a large number of BTSs deployed, thus the requirements for a BTS are ruggedness, reliability, portability, and minimum cost. 

      The Base Station Controller manages the radio resources for one or more BTSs. It handles radio-channel setup, frequency hopping, and handovers, as described below. The BSC is the connection between the mobile station and the Mobile service Switching Center (MSC). 

Network Subsystem

         The central component of the Network Subsystem is the Mobile services Switching Center (MSC). It acts like a normal switching node of the PSTN or ISDN, and additionally provides all the functionality needed to handle a mobile subscriber, such as registration, authentication, location updating, handovers, and call routing to a roaming subscriber. These services are provided in conjunction with several functional entities, which together form the Network Subsystem. The MSC provides the connection to the fixed networks (such as the PSTN or ISDN). Signalling between functional entities in the Network Subsystem uses Signalling System Number 7 (SS7), used for trunk signalling in ISDN and widely used in current public networks.             

         The Home Location Register (HLR) and Visitor Location Register (VLR), together with the MSC, provide the call-routing and roaming capabilities of GSM. The HLR contains all the administrative information of each subscriber registered in the corresponding GSM network, along with the current location of the mobile. The location of the mobile is typically in the form of the signaling address of the VLR associated with the mobile as a distributed database station. The actual routing procedure will be described later. There is logically one HLR per GSM network, although it may be implemented

        The Visitor Location Register (VLR) contains selected administrative information from the HLR, necessary for call control and provision of the subscribed services, for each mobile currently located in the geographical area controlled by the VLR. Although each functional entity can be implemented as an independent unit, all manufacturers of switching equipment to date implement the VLR together with the MSC, so that the geographical area controlled by the MSC corresponds to that controlled by the VLR, thus simplifying the signalling required. Note that the MSC contains no information about particular mobile stations --- this information is stored in the location registers. 

       The other two registers are used for authentication and security purposes. The Equipment Identity Register (EIR) is a database that contains a list of all valid mobile equipment on the network, where each mobile station is identified by its International Mobile Equipment Identity (IMEI). An IMEI is marked as invalid if it has been reported stolen or is not type approved. The Authentication Center (AuC) is a protected database that stores a copy of the secret key stored in each subscriber's SIM card, which is used for authentication and encryption over the radio channel.

4.2 SOFTWARE DESCRIPTION

About Software
Software used:

*Keil software for c programming

4.2.1 About Keil Software:
It is possible to create the source files in a text editor such as Notepad, run the Compiler on each C source file, specifying a list of controls, run the Assembler on each Assembler source file, specifying another list of controls, run either the Library Manager or Linker (again specifying a list of controls) and finally running the Object-HEX Converter to convert the Linker output file to an Intel Hex File. Once that has been completed the Hex File can be downloaded to the target hardware and debugged. Alternatively KEIL can be used to create source files; automatically compile, link and covert using options set with an easy to use user interface and finally simulate or perform debugging on the hardware with access to C variables and memory. Unless you have to use the tolls on the command line, the choice is clear. KEIL Greatly simplifies the process of creating and testing an embedded application. 

Projects:


The user of KEIL centers on “projects”. A project is a list of all the source files required to build a single application, all the tool options which specify exactly how to build the application, and – if required – how the application should be simulated. A project contains enough information to take a set of source files and generate exactly the binary code required for the application. Because of the high degree of flexibility required from the tools, there are many options that can be set to configure the tools to operate in a specific manner. It would be tedious to have to set these options up every time the application is being built; therefore they are stored in a project file. Loading the project file into KEIL informs KEIL which source files are required, where they are, and how to configure the tools in the correct way. KEIL can then execute each tool with the correct options. It is also possible to create new projects in KEIL. Source files are added to the project and the tool options are set as required. The project can then be saved to preserve the settings. The project is reloaded and the simulator or debugger started, all the desired windows are opened. KEIL project files have the extension  

Simulator/Debugger:


The simulator/ debugger in KEIL can perform a very detailed simulation of a micro controller along with external signals. It is possible to view the precise execution time of a single assembly instruction, or a single line of C code, all the way up to the entire application, simply by entering the crystal frequency. A window can be opened for each peripheral on the device, showing the state of the peripheral. This enables quick trouble shooting of mis-configured peripherals. Breakpoints may be set on either assembly instructions or lines of C code, and execution may be stepped through one instruction or C line at a time. The contents of all the memory areas may be viewed along with ability to find specific variables. In addition the registers may be viewed allowing a detailed view of what the microcontroller is doing at any point in time. 

4.2.1.1 Arm Software:
About KeilARM:

Click on the Keil u Vision3  Icon on Desktop

The  following fig will appear
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3.Click on the Project menu from the title bar

4.Then Click on New Project
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5.Save the Project by typing suitable project name with no extension in u r own folder sited in either C:\ or D:\
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6.Then Click on Save button above.

7.Select the component for u r project. i.e.NXP……

8.Click on the + Symbol beside of NXP
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9.Select LPC2148 as shown below
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10.Then Click on “OK”

11.The Following fig will appear
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12.Then Click   YES  

13.Now your project is ready to USE

14.Now double click on the Target1, you would get another option “Source group 1” as shown in next page.
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15.Click on the file option from menu bar and select “new”
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16.The next screen will be as shown in next page, and just maximize it by double clicking on its blue boarder.
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17.Now start writing program in either in “C”  or “ASM”

18.For a program written in Assembly, then save it with extension “. asm”  and  for “C” based program save it with extension “ .C”
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19.Now right click on Source group 1 and click on “Add files to Group Source”
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20.Now you will get another window, on which by default “C” files will appear
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21.Now select as per your file extension given while saving the file

22.Click only one time on option “ADD”

23.Now Press function key F7 to compile. Any error will appear if so happen.
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24.If the file contains no error, then press Control+F5 simultaneously.

25.The new window is as follows
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26.Then Click “OK”

27.Now Click on the Peripherals from menu bar, and check your required port as shown in fig below
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29.Drag the port a side and click in the program file
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29.Now keep Pressing function key “F11” slowly and observe.

30.You are running your program successfully

4.2.2 Embedded System
An embedded system is a special-purpose system in which the computer is completely encapsulated by or dedicated to the device or system it controls. Unlike a general-purpose computer, such as a personal computer, an embedded system performs one or a few predefined tasks, usually with very specific requirements. Since the system is dedicated to specific tasks, design engineers can optimize it, reducing the size and cost of the product. Embedded systems are often mass-produced, benefiting from economies of scale.



Personal digital assistants (PDAs) or handheld computers are generally considered embedded devices because of the nature of their hardware design, even though they are more expandable in software terms. This line of definition continues to blur as devices expand. With the introduction of the OQO Model 2 with the Windows XP operating system and ports such as a USB port — both features usually belong to "general purpose computers", — the line of nomenclature blurs even more.



Physically, embedded systems ranges from portable devices such as digital watches and MP3 players, to large stationary installations like traffic lights, factory controllers, or the systems controlling nuclear power plants.



In terms of complexity embedded systems can range from very simple with a single microcontroller chip, to very complex with multiple units, peripherals and networks mounted inside a large chassis or enclosure.
Chapter 5
Applications and Advantages

 Advantages
· Low cost.

· Reliable.

· Fit & forget system.

Applicarions
· The importance of smoke detection is one of the chief safety concerns for residential (single-family) housing.

· Big shopping malls.

· Hospitals.

· Banks.

CHAPTER 6
RESULT AND CONCLUSION
RESULT
By using this project we can implement wireless security control system for smoke and fire systems. The temperature and smoke values are send to the respective mobile through gsm modem and to the pc as well. The wireless network established through zigbee in this project.
  CONCLUSION

 The project “wireless  security  control  system  &  sensor network   for  smoke  &  fire  detection” has been successfully designed and tested.
It has been developed by integrating features of all the hardware components used. Presence of every module has been reasoned out and placed carefully thus contributing to the best working of the unit. the smoke and temperature values are detected and these values are send to the respective mobile and pc when extreme heat comes.
CHAPTER 7 
 FUTURE SCOPE
Fire hydrants are most commonly used water-based suppression systems for general fire fighting requirements. Automatic water sprinklers are used where quicker responses are required. Automatic gas-based systems are used to protect expensive industrial equipment. CO2 and FM200 are commonly used fire extinguishing gases. Larger applications also employ foam based suppression techniques. Rakshak promotes the appropriate usage of these systems for greater risk coverage and minimum damages due to a hazard.
SOURCECODE

/***************** MODULES :

 Node  Section 1:

LPC2148 Microcntroller

LCD(4-bit data ) RS-P1.16,EN-P1.17,DATA -P1.18-P1.19

Zigbee (UART0)
            TEMPURATURE SENSOR (P0.28)
 SMOKE  Sensor      (P0.29)

 BUZZER             (P0.16)

format:@&data ****************/

/********************HEADDER FILES ***********************************/


 #include <LPC214X.H>

 #include "lcd.h"

#include "UART0.h"

#include "ADC0.h"

#include <string.h>

/***********************PIN CONNECTIONS *****************************/

#define buzzer (1<<16)
/************** VARIABLE DECLARATIONS *********************/


unsigned int temp,smoke;

/************ Function declarations *******/

void convert(unsigned int t,unsigned char k);

/********************* CONVERT FUNCTION ***********************/

void convert(unsigned int t,unsigned char k)


{



unsigned int d1,d2,d3;



d1=t%10;



t=t/10;



d2=t%10;



t=t/10;



d3=t%10;



if(k==0)



{




lcddata(d3+0x30);




lcddata(d2+0x30);




lcddata(d1+0x30);



}



else if(k==1)



{




serial_char0(d3+0x30);




delay(10);




serial_char0(d2+0x30);




delay(10);




serial_char0(d1+0x30);




delay(10);






}


}


/**************************MAIN FUNCTION ****************************/

int main()

{


/************ LCDINTILISATIONS *****************/

      
lcdint();

      
disp_loc(0x80,"  WELCOME TO  ");

      
disp_loc(0xc0,"  THE PROJECT ");

      
delay(5000);

      
PINSEL1=0x15400000;


delay(1000);


lcdcmd(0x0c);


serialint0();


delay(100);


serial0("AT");


serial_char0(0x0d);

     
delay(200);

     
serial0("AT+DMODE");

  
serial_char0(0x0d);

     
delay(200);


IODIR0|=buzzer;
  


IOSET0=0x000f0000;
 


lcdcmd(0x01);
  


disp_loc(0x80,"TEMP:000");
 


disp_loc(0xC0,"SMK :000");


 while(1)


{




temp=ADC0(1);
  // channel 1 of ADC0 i.e. P0.28



lcdcmd(0x85);



convert(temp,0);



delay(100);



smoke=ADC0(2);
  // channel 2 of ADC0 i.e. P0.29



lcdcmd(0xC5);



convert(smoke,0);



delay(100);



if(( temp > 40)|(smoke >150))



{




IOSET0=buzzer;




delay(100);






}



else 



{




IOCLR0=buzzer;



}









serial_char0('@');



serial_char0('&');



serial0("TEMP:");



convert(temp,1);



serial0("SMK:");



convert(smoke,1);







serial_char0('*');



delay(10000);





}

}


/***************** MODULES :

 Node  Section 2:

LPC2148 Microcntroller

LCD(4-bit data ) RS-P1.16,EN-P1.17,DATA -P1.18-P1.19

Zigbee (UART0)
            TEMPURATURE SENSOR (P0.28)
 SMOKE  Sensor      (P0.29)

 BUZZER             (P0.16)

format:@&data ****************/

/********************HEADDER FILES ***********************************/


 #include <LPC214X.H>

 #include "lcd.h"

#include "UART0.h"

#include "ADC0.h"

#include <string.h>

/***********************PIN CONNECTIONS *****************************/

#define buzzer (1<<16)
/************** VARIABLE DECLARATIONS *********************/

unsigned int temp,smoke;

/************ Function declarations *******/

void convert(unsigned int t,unsigned char k);

/********************* CONVERT FUNCTION ***********************/

void convert(unsigned int t,unsigned char k)


{



unsigned int d1,d2,d3;



d1=t%10;



t=t/10;



d2=t%10;



t=t/10;



d3=t%10;



if(k==0)



{




lcddata(d3+0x30);




lcddata(d2+0x30);




lcddata(d1+0x30);



}



else if(k==1)



{




serial_char0(d3+0x30);




delay(10);




serial_char0(d2+0x30);




delay(10);




serial_char0(d1+0x30);




delay(10);






}


}


/**************************MAIN FUNCTION ****************************/

int main()

{


/************ LCDINTILISATIONS *****************/

      
lcdint();

      
disp_loc(0x80,"  WELCOME TO  ");

      
disp_loc(0xc0,"  THE PROJECT ");

      
delay(5000);

      
PINSEL1=0x15400000;


delay(1000);


lcdcmd(0x0c);


serialint0();


delay(100);


serial0("AT");


serial_char0(0x0d);

     
delay(200);

     
serial0("AT+DMODE");

  
serial_char0(0x0d);

     
delay(200);


IODIR0|=buzzer;
  


IOSET0=0x000f0000;
 


lcdcmd(0x01);
  


disp_loc(0x80,"TEMP:000");
 


disp_loc(0xC0,"SMK :000");


 while(1)


{




temp=ADC0(1);
  // channel 1 of ADC0 i.e. P0.28



lcdcmd(0x85);



convert(temp,0);



delay(100);



smoke=ADC0(2);
  // channel 2 of ADC0 i.e. P0.29



lcdcmd(0xC5);



convert(smoke,0);



delay(100);



if(( temp > 40)|(smoke >150))



{




IOSET0=buzzer;




delay(100);






}



else 



{




IOCLR0=buzzer;



}









serial_char0('@');



serial_char0('$');



serial0("TEMP:");



convert(temp,1);



serial0("SMK:");



convert(smoke,1);







serial_char0('*');



delay(10000);





}

}


/************** MODULES :

monitor section:
         
LPC2148 Microcntroller

 LCD(4-bit data ) RS-P1.16,EN-P1.17,DATA -P1.18-P1.19

 Zigbee  && PC (UART0)
 GSM  (UART1)

                                ****************/

/************************  HEADDER FILES ******************************/

#include <LPC214X.H>

 #include "lcd.h"

#include "UART.h"   

#include <string.h>

/**************** FUNCTION DELCARATIONS ****************/

void gsmint( void );

void message (unsigned char *);

void convert( unsigned int  ,unsigned char );

/*********** Varible declarations *************/

 unsigned char c[20],i,f1,f2;

 unsigned char b[30],x,f3,f4;

 unsigned int temp1,smoke1,temp2,smoke2;

 unsigned char phno[]="+9640263012";

//***********  GSM Interrupt service routine program *******//

 void gsm (void) __irq

{

unsigned char temp,IIR;

      
while((IIR=(U1IIR & 0x01))==0)

      
{       
temp=U1RBR;

               
c[i++]=temp;

               
break;          

      
}      

}

//***********  Zigbee Interrupt service routine program *******//

void zigbee (void) __irq

{

unsigned char temp5,IIR;

      
while((IIR=(U0IIR & 0x01))==0)

      
{

            
temp5=U0RBR;

               
if(f3==1){b[x]=temp5;if(b[x]=='*'){b[x]='\0';f4=1;}x++; }

               
if(temp5=='@'){x=0;f3=1;}

           

break;          

      
}      

}

/************************** MAIN FUNCTION ***************************/

int main( void )

{

/************ LCDINTILISATIONS *****************/

lcdint();

      
disp_loc(0x80,"  WELCOME TO  ");

      
disp_loc(0xc0,"  THE PROJECT ");

      
delay(5000);

      
serialint0();

serial0("_______________________________________________");


serial_char0(0x0d);serial_char0(0x0a);


serial0("          WELCOME TO THE PROJECT ");


serial_char0(0x0d);
serial_char0(0x0a);


serial0("_______________________________________________");


serial_char0(0x0d);
serial_char0(0x0a); 


   


VICIntEnable=0x40;

      
U0IER=0x01;

      
VICVectAddr0=(unsigned)zigbee;

      
VICVectCntl0=0x26;

      
serialint1();

      
VICIntEnable|=0x80;

      
U1IER=0x01;

      
VICVectAddr1=(unsigned)gsm;

      
VICVectCntl1=0x27;

      
gsmint();

       
lcdcmd(0x01);

      
disp_loc(0x80,"  WELCOME TO  ");

      
disp_loc(0xc0,"  THE PROJECT ");

                   
f3=0;f4=0;

while(1)

      
{

         

if(f4==1)



{



      lcdcmd(0x01);



      if(b[0]=='&')



     {




disp_loc(0x80,"TMP1:");




disp_loc(0xC0,"SMK1:");







temp1=(b[6]-0x30)*100+(b[7]-0x30)*10+(b[8]-0x30);




smoke1=(b[11]-0x30)*100+(b[14]-0x30)*10+(b[15]0x30);




lcdcmd(0x85);




serial0("NODE SECTION 1:");




clear0();




serial0("Tempurature=");




convert(temp1,0);




serial_char0(0x0d);serial_char0(0x0a);




serial0("smoke =");




lcdcmd(0xc5);




convert(smoke1,0);




serial_char0(0x0d);serial_char0(0x0a);




           
     }



     else if(b[0]=='$')


                {



            disp_loc(0x80,"TMP2:");



           disp_loc(0xC0,"SMK2:");






            temp2=(b[6]-0x30)*100+(b[7]-0x30)*10+(b[8]-0x30);



           smoke2=(b[11]-0x30)*100+(b[14]-0x30)*10+(b[15]-0x30);
                                                                                 


            lcdcmd(0x85);
serial0("NODE SECTION 2:");
clear0();




serial0("Tempurature=");




convert(temp2,0);




serial_char0(0x0d);serial_char0(0x0a);




serial0("smoke =");




lcdcmd(0xc5);




convert(smoke2,0);




serial_char0(0x0d);serial_char0(0x0a);



       }

if((temp2>40) || (smoke2 > 150) || (temp1>40) || (smoke1 > 150) )


{




disp_loc(0xcF,"S");




message(phno);




disp_loc(0xcF," ");




}

f3=0;f4=0;



               

      

}

   
}

}

void message (unsigned char *num )

{

serial1("AT+CMGS=");


serial_char1(0x22);


serial1(num);

   
serial_char1(0x22);


serial_char1(0x0d);


delay(2000);


serial1("NODE1: ");


serial1("Temperature =");


convert(temp1,1);


serial1("smoke =");


convert(smoke1,1);


serial1("NODE2: ");


serial1("Temperature =");


convert(temp2,1);


serial1("smoke =");


convert(smoke2,1);




serial_char1(0x1A);


delay(80000);   

 }

void convert(unsigned int t,unsigned char k)

{


unsigned char d0,d1,d2;


d0=t%10;


t=t/10;


d1=t%10;


d2=t/10;


if(k==0)


{



lcddata(d2+0x30);



serial_char0(d2+0x30);



lcddata(d1+0x30);



serial_char0(d1+0x30);



lcddata(d0+0x30);  




serial_char0(d0+0x30);


}


else if(k==1)


{



serial_char1(d2+0x30);



serial_char1(d1+0x30);



serial_char1(d0+0x30);




}

}
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