A Report On
ETHICAL HACKING
Submitted by:

A.V. Vijaya Saradhi
08B61A0502

III B.Tech cse-B

Submitted to:

Dr. M. Ravichand M.A., M.Phil., Ph.D.
Assistant Professor of English (S.L)
Department of GEBH

[image: image1.png]



Computer science and Engineering
SREE VIDYANIKETHAN ENGINEERING COLLEGE

(Affiliated to JNT University, Hyderabad and approved by AICTE, New Delhi)
Sree sainath nagar, A. Rangampet – 517102
Declaration

I, A.V. Vijaya Saradhi here by declare that the report entitled “ethical hacking” submitted for the English lab is my original work and the report has not formed the basis for the award of any degree, associate ship, fellowship or any other similar titles.

(A.V. Vijaya Saradhi)
Letter of transmittal

October 04, 2010.
Dr. M. Ravichand,

Assistant professor of English,

Department of GEBH,

SVEC College, 

A. Rangampet – 517102.

Dear Sir,


I have great pleasure to submit the report on “Ethical Hacking”. The content of this report concentrates on the misuse of computer technology and the effect of hackers on society. This report also discusses coding and decoding technology. If you find any mistakes concerning my project and paper please aware me.

Sincerely,

A.V. Vijaya Saradhi.

Acknowledgments


I would like to thank several people: Dr. M. Ravichand who initiated me to write an interactive report on “Ethical Hacking”. The report is based on the information gathered from the members of the global security analysis lab at IBM Research (Hyderabad).

I am really thankful to the members of IBM for sharing their amazing expertise and their ability to make just about anyone understands more about security and also Mr. Abhilash and Mr. Vinay for their encyclopedic knowledge on computer security research and for their amazing ability to produce copies of every notable paper on the subject that was ever published.
Abstract

The explosive growth of the Internet has brought many good things: electronic commerce, easy access to vast stores of reference material, collaborative computing, e-mail, and new avenues for advertising and information distribution, to name a few. As with most technological advances, there is also a dark side: criminal hackers. 
Governments, companies, and private citizens around the world are anxious to be a part of this revolution, but they are afraid that some hacker will break into their Web server and replace their logo with pornography, read their e-mail, steal their credit card number from an on-line shopping site, or implant software that will secretly transmit their organization's secrets to the open Internet. 
With these concerns and others, the ethical hacker can help. This paper describes ethical hackers: their skills, their attitudes, and how they go about helping their customers find and plug up security holes. The ethical hacking process is explained, along with many of the problems that the Global Security Analysis Lab has seen during its early years of ethical hacking for IBM clients.

