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Abstract:
According to my study I  propose a new steganography method based on image layers. The proposed method divides the host image into blocks and embeds the corresponding secret data bits into each block using the layers generated by the binary representation of pixel values. Based on a secret bit sequence ,the system performs a search on the rows and columns of the layers for finding the most similar row or column and the location of row or column and its differences from the secret data will be marked by modifying minimal number of bits in the LSB of the blocks. In the experiments, randomly selected secret messages are embedded into several different images. The performance of the proposed method against steganalysis techniques is evaluated using the measure of distorted pixels. 
Introduction
My thesis evokes an approach in the direction of implementing the security in data communication between the participants which is based on main approaches of Steganography. Steganography hides the very existence of a message unlike the Cryptography which encodes the content or meaning of a message .So the steganography is considered as one of the alternative techniques in order to implement privacy or security. 

According to my study on main approaches of steganography there are several methods by which concept (Steganography) can be implemented.
Some of the methods are:
1. Substitution Technique.
2. Transform Domain Technique.
3. Spread Spectrum Technique.
4. Statistical Techniques.
5. Distortion Techniques.
6. Cover Generation Technique.
7.LSB: Changing the least significant bit of each image, to match that    of the message being steganised. 
8. Pseudo random (Patchwork): Using a pseudo random number to effectively scatter the data across the various cells of an image. The pseudo random number is used as the patch locator for the different parts of the message.
In comparison between existing methods and the proposed method,
there are some significant differences in the approach and implementation among the methods which are stated above.
The performance of steganography methods is mainly measured by the degree of robustness to the steganalysis techniques.
Background
In LSB strategy, the best image quality is performed in LSB matching revisited method, which modifies at least one pixel value for two secret bits. However, proposed method benefits from the possibility of matching whole secret bit sequence with any row and column of the image block.
Research Question: Study Of Steganography Algorithms.
Method or Outline of study
Understanding the methods of Steganography and Comparing them.
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