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Platform Virtualization

(Work with multiple operating systems simultaneously)
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ABSTRACT

                                    Virtualization is a proven software technology that is rapidly transforming the IT landscape and fundamentally changing the way that people compute. Today’s powerful x86 computer hardware was designed to run a single operating system and a single application. This leaves most machines vastly underutilized. Virtualization lets you run multiple virtual machines on a single physical machine, sharing the resources of that single computer across multiple environments. Different virtual machines can run different operating systems and multiple applications on the same physical computer.  

                                     We use a desktop which runs on a single operating system. We also see systems which have more than one operating system installed, but run on one via dual boot. The utilization percentage of these systems is much low when compared to the level of their capability.

                                    By virtualization we can run simultaneously more than one operating system on the physical machine. The main idea behind this is to better utilize the available resources in an organization.

INTRODUCTION

WHAT IS VIRTUALIZATION?
                                    We are familiar with the concept of multiple processes running simultaneously and sharing the resources of a single computer. This is achieved by operating system acting as a single point of contact interfacing with the hardware resources, and there by controlling the access to hardware resources by multiple processes. 

 


Virtualization can be thought of as an extension of this concept, where in multiple operating systems are allowed to share the hardware simultaneously by means of virtualization software. 

                                    An OS directly interacts with hardware in normal non-virtualized case. Now if we want to run multiple operating systems simultaneously, we need to have an abstraction layer between the OS and the actual hardware. This hardware abstraction layer fools the operating system into thinking that it is directly interacting with the hardware.




It is the one which enables the user to run more one than operating system simultaneously. On machines with single operating system the resources of that machine are set under that OS.

                                     Here in case of virtualization there is a hardware abstraction layer called hypervisor or virtual machine monitor between the hardware and the operating system. With the help of this virtual machine monitor we can install and run more than on operating system. This hardware abstraction layer creates an illusion that each of the OS running is having its own resources, but actually they are sharing the same resources.

 There are two types of virtualization  

                    1. PARA VIRTUALISATION   
                    2. FULL VIRTUALIZATION
1.PARA VIRTUALISATION :
                                Here the virtualization provides an abstraction, which is very similar, but not completely identical to the underlying hardware. Xen Virtual Machine and VMware ESX server are examples of this technique. Instead of completely emulating the underlying hardware architecture by the virtualization software, the virtualized guests collaborate with the hypervisor to achieve optimal performance. Para virtualization offers significantly improved performance; however, it requires modification to guest operating system. The guest OS is modified at low time to include Para Virtualization extensions. Hence it requires cooperation from the OS vendor. 

 Ex: sun xVM virtual box

2.FULL VIRTUALIZATION: 

                                    Here the virtualization software provides a complete emulation of the underlying hardware. All software that can run on the underlying hardware can run as is, on the virtual machine. The operating system does not need any modifications to be run as a guest OS instance. The guest OS instance can be any operating system supported by the underlying hardware.

Ex: VMware workstations, Virtual PC, QEMU. 

With virtualization we can be 

a)
able to dynamically move resources 

b)
able to share resources

c)
making better use of the resources

d)
driving up utilization

  After installing and running sun xVM virtual box it looks like this 
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HOW DOES VIRTUALIZATION WORK?

                              A virtual machine is a tightly isolated software container that can run its own operating systems and applications as if it were a physical computer. A virtual machine behaves exactly like a physical computer and contains it own virtual (i.e., software-based) CPU, RAM hard disk and network interface card (NIC).
                           An operating system can’t tell the difference between a virtual machine and a physical machine, nor can applications or other computers on a network. Even the virtual machine thinks it is a “real” computer. Nevertheless, a virtual machine is composed entirely of software and contains no hardware components whatsoever. As a result, virtual machines offer a number of distinct advantages over physical hardware.
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                       The VMware virtualization platform is built on a business-ready architecture. Use software such as VMware Infrastructure and VMware ESXi to transform or “virtualize” the hardware resources of an x86-based computer—including the CPU, RAM, hard disk and network controller—to create a fully functional virtual machinehat can run its own operating system and applications just like a “real” computer. VMware virtualization works by inserting a thin layer of software directly on the computer hardware or on a host operating system. This contains a virtual machine monitor or “hypervisor” that allocates hardware resources dynamically and transparently. Multiple operating systems run concurrently on a single physical computer and share hardware resources with each other. By encapsulating an entire machine, including CPU, memory, operating system, and network devices, a virtual machine is completely compatible with all standard x86 operating systems, applications, and device drivers. You can safely run several operating systems and applications at the same time on a single computer, with each having access to the resources it needs when it needs them.

VIRTUAL INFRASTRUCTURE
                                A virtual infrastructure lets you share your physical resources of multiple machines across your entire infrastructure. A virtual machine lets you share the resources of a single physical computer across multiple virtual machines for maximum efficiency. Resources are shared across multiple virtual machines and applications. Your business needs are the driving force behind dynamically mapping the physical resources of your infrastructure to applications—even as those needs evolve and change. Aggregate your x86 servers along with network and storage into a unified pool of IT resources that can be utilized by the applications when and where they’re needed. This resource optimization drives greater flexibility in the organization and results in lower capital and operational costs. 
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A virtual infrastructure consists of the following components:


Bare-metal hypervisors to enable full virtualization of each x86 computer. 


Virtual infrastructure services such as resource management and consolidated backup to optimize available resources among virtual machines 


Automation solutions that provide special capabilities to optimize a particular IT process such as provisioning or disaster recovery.

                Decouple your software environment from its underlying hardware infrastructure so you can aggregate multiple servers, storage infrastructure and networks into shared pools of resources. Then dynamically deliver those resources, securely and reliably, to applications as needed. 

Virtual Machines Benefits

                          In general, VMware virtual machines possess four key characteristics that benefit the user:

Compatibility:  Just like a physical computer, a virtual machine hosts its own guest operating system and applications, and has all the components found in a physical computer (motherboard, VGA card, network card controller, etc). As a result, virtual machines are completely compatible with all standards x86 operating systems, applications and device drivers, so you can use a virtual machine to run all the same software that you would run on a physical x86 computer.

Isolation:  While virtual machines can share the physical resources of a single computer, they remain completely isolated from each other as if they were separate physical machines. If, for example, there are four virtual machines on a single physical server and one of the virtual machines crashes, the other three virtual machines remain available. Isolation is an important reason why the availability and security of applications running in a virtual environment is far superior to applications running in a traditional, non-virtualized system.

Encapsulation: A virtual machine is essentially a software container that bundles or encapsulates a complete set of virtual hardware resources, as well as an operating system and all its applications, inside a software package. Encapsulation makes virtual machines incredibly portable and easy to manage. For example, you can move and copy a virtual machine from one location to another just like any other software file, or save a virtual machine on any standard data storage medium, from a pocket-sized USB flash memory card to an enterprise storage area networks .

Hardware Independence: Virtual machines are completely independent from their underlying physical hardware. For example, you can configure a virtual machine with virtual components (e.g., CPU, network card, SCSI controller) that are completely different from the physical components that are present on the underlying hardware. Virtual machines on the same physical server can even run different kinds of operating systems (Windows, Linux, etc).

SUN xVM Virtual Box 

                             SUN Microsystems developed a virtual box. This Virtual Box allows the guest code to run unmodified, directly on the host computer, and the guest operating system "thinks" it's running on real machine.

The techniques and features that Virtual Box provides are useful for several scenarios:

Operating system support. With Virtual Box, one can run software written for one operating system on another (for example, Windows software on Linux) without having to reboot to use it. You can even install in a virtual machine an old operating system such as DOS or OS/2 if your real computer's hardware is no longer supported.

Infrastructure consolidation. Virtualization can significantly reduce hardware and electricity costs. The full performance provided by today's powerful hardware is only rarely really needed, and typical servers have an average load of only a fraction of their theoretical power. 

Testing and disaster recovery. Once installed, a virtual box and its virtual hard disk can be considered a "container" that can be arbitrarily frozen, woken up, copied, backed up, and transported between hosts. On top of that, with the use of another Virtual Box feature called snapshots, one can save a particular state of a virtual machine and revert back to that state, if necessary. 

Host key:  Right control is the default host key. When we press the right ctrl we move from one OS to another OS.

WHY VIRTUALIZATION?  
                               Virtualization dramatically improves the efficiency and availability of resources and applications in your organization. Internal resources are underutilized under the old “one server, one application” model and IT admins spend too much time managing servers rather than innovating
Here are the key benefits of server virtualization for small and medium businesses:

1. Reduce Costs

                                 By consolidating multiple applications onto one or a few servers, virtualization lowers the number of servers required to handle a given workload. Fewer servers mean reduced space, power consumption, cooling and maintenance costs, licensing fees and environmental impact. In brief, virtualization allows businesses to get more from their current configuration so they can improve their return on assets. Since server administration is greatly simplified, virtualization can also reduce IT staff costs.

2. Improve asset utilization

                                  In the traditional one-application-per-server model, the average company uses only 10% of its available server power. As a result, substantial computing power sits dormant at any given moment. With virtualization, applications are consolidated onto fewer servers so usage becomes significantly more efficient — as much as 90% for peak loads.

Virtualization also can improve server resilience and business continuity. Because applications are partitioned on a virtual machine, they can fail "in isolation" without bringing down other servers or your network. In the event of an equipment failure, data and virtual machines automatically switch to unharmed devices, which allow you to recover quickly from business interruptions. Likewise, you can test new applications in a virtual environment and deploy them automatically, meaning that backup and migration maintenance outages can become a thing of the past.

3. Enhance management

                                Virtualization improves server management in two major ways. First, since applications are consolidated, there is less hardware to manage. Perhaps more importantly, virtualization software comes with management tools that simplify server administration, such as intuitive "click and drag" interfaces. Since your staff can manage two or three times as many servers as before, you may be able to reduce personnel and training expenses.

4. Increase flexibility

                              Adding resources to support high-demand applications in a traditional environment requires new servers and storage arrays to be wired into the system. In a virtualized environment, additional resources are provided to that application on the fly, and data placement is optimized to maximize performance and utilization of disk space without having to re-provision or install a new server. As a result, your critical applications always get the resources they need and save you the cost of "peak time" hardware.

5. Allow faster resource deployment

                               When your business needs to adapt to IT changes - supporting strategic business initiatives, managing workload changes, adding new equipment, responding to disasters and such — virtualization significantly increases deployment speed. In fact, you can set up new virtual machines, servers and storage in minutes.

With all these benefits, it's no wonder that virtualization is growing so quickly; IDC forecasts that 50% of servers will be virtualized in 2011, up from 7% in 2007. If your business hasn't virtualized its environment yet, don't worry — it's easier than you think, even for small and medium businesses. Now is the perfect time to gain the benefits of this important technology.

6. Get more out of your existing resources: 

                                 Pool common infrastructure resources and break the legacy “one application to one server” model with server consolidation
7. Reduce datacenter costs by reducing your physical infrastructure and improving your server to admin ratio: 

                                   Fewer servers and related IT hardware means reduced real estate and reduced power and cooling requirements. Better management tools let you improve your server to admin ratio so personnel requirements are reduced as well. 

8. Increase availability of hardware and application for improved business logic:

                                  Securely backup and migrate entire virtual environments with no interruption in service. Eliminate planned downtime and recover immediately from unplanned issues. 

9. Gain operational flexibility: 

                                  Respond to market changes with dynamic resource management, faster server provisioning and improved desktop and application deployment. 

10. Improve desktop manageability and security: Deploy, manage and monitor secure desktop environments that users can access locally or remotely, with or without a network connection, on almost any standard desktop, laptop or tablet PC. 
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Advantages of virtualization 
Real   success   with  virtualization – truly  realizing  all  its  benefits – means  success  at  three

   levels (three types of benefits). 

Tangible benefits :

                  Company sees real bottom line costs saving on an ongoing basis.   Existing staff can be
 used more efficiently. 

Intangible benefits :

                Company   sees  a  boost   in  efficiency,  business   continuity  (less server downtime)
 and   disaster   recovery  (a   more  robust      back-up  system  afforded    by  virtualization). 
Other   intangibles  include  a  system  that’s   easier to    manage       (it’s viewable from a single 
console), a separation of hardware and software layers. Additionally, many  firms now virtualize 
their   desktops – this enables  remote   access  to  desktop  images – to  better   manage  security. 
Strategic benefits :

             Company can realistically see benefits to its long term business goals from virtualization.
 Key point: for many companies, virtualization helps them treat  their internal infrastructure as a 
service rather than a lot of hardware means. 

If we virtualize our environment, we automatically manage our environment as a service because
these virtual machines lend themselves to resource pool sharing and
Serious problems 

As institution (enterprise) proceeds toward full virtual implementation, beware some difficulties: 

• Staff Reductions –

                              we should not count on much staff reduction from virtualization. The IT staff 

overseeing these systems still had plenty of responsibilities. 

• Consolidation Ratio – 

                              we should not assume to realize a large server consolidation from 

virtualization. Some IT departments dream of a 10:1 reduction in servers. Realistic number from 

praxis is in the 6:1 range. 

• I/O Barriers – 

                           It’s possible that our servers will encounter “bottlenecks” in I/O capacity. 

Virtualization allows us to load up a single server with multiple OSes and a lot of large applications. 

But at some point, that server’s I/O capacity could run into a bottleneck if we try to route too much 

data too fast through system. 

• Licensing headaches – 

                          If we have virtualization running on a four-processor server, we may have a virtual 

machine using one processor, but when we use some IT SW products, we need to pay for four CPUs 

(for example Oracle). It’s possible in some cases that when we will get into virtualized environment, 

if we’re not careful, our license costs may go up. 

CONCLUSION

· Virtualization enables us to run more than one operating system at once.             

· Hence it is very easy for a programmer to evaluate his program simultaneously in different operating system. 

· It becomes easy for various organizations to provide a new desktop for a newcomer with existing resources. 

· Effective utilization of resources.
· Therefore download and install a virtual box 

· Next install different operating systems of your needs and have fun
· Responding faster to business change 

· Simplifying the infrastructure 

· Increasing system availability 

· Delivering consistently good performance 
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