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INTODUCTION: The Unique Identification Authority of India (UIDAI) is an agency of the Government of India responsible for implementing the envisioned Multipurpose National Identity Card or Unique Identification card (UID Card) project in India. It was established in February 2009, and will own and operate the Unique Identification Number database.
· The authority will aim at providing a unique number to all Indians, but not smart cards.
· The authority would provide a database of residents containing very simple data in biometrics.
· The agency is headed by a chairman, who holds a cabinet rank. The UIDAI is part of the Planning Commission of India.

· Nandan Nilekani, a former co-chairman of  Infosys Technologies, was appointed as the first Chairman of the authority in June 2009.
Name and logo  
UID project is known as AADHAAR meaning 'support' or 'foundation',
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 and its logo is a yellow sun with a fingerprint embedded in its centre. The logo was designed by Atul Sudhakar Rao Pande.

Launch
UIDAI launched AADHAAR program in the tribal village, Tembhli, in Nandurbar, Maharashtra on 29th September,2010. The program was inaugurated by Prime Minister, Manmohan Singh along with UPA chairperson Sonia Gandhi. The first resident to receive an AADHAAR was Rajana Sonawane of Tembhli village.

Coverage, goals and logistics

· It is believed that Unique National IDs will help address the rigged state elections, widespread embezzlement that affects subsidies and poverty alleviation programs such as NREGA.
·  Addressing illegal immigration into India and terrorist threats is another goal of the program

· Most reports suggest that the plan is for each Indian citizen to have a unique identification number with associated identifying biometric data and photographs by 2011.
· However, other reports claim that obtaining a unique number would be voluntary, but those that opt to stay out of the system "will find it very inconvenient: they will not have access to facilities that require you to cite your ID number.

· The UID will link a person's Passport Number, Driving License, PAN card, Bank Accounts, Address, Voter ID, etc and all this information will be checked through a database. So, for example, if someone has different addresses on
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Projected costs and business opportunities

· One estimate of the cost to completely roll-out National IDs to all Indian residents above the age of 18 has been placed at 150,000 crore (US$33.3 billion).
· UID has received a huge boost with Dr Pranab Mukherjee, Minister of Finance, allocating Rs 1900 crore to the Unique Identification Authority of  India (UIDAI) for 2010-11.

· Initial estimates project that the initiative will create 1000 new jobs in the country, and business opportunities worth 6500 crore (US$1.44 billion) in the first phase of implementation.
Risks

· According to the UIDAI Model Aadhaar is dependent on biometrics being reliable enough to guarantee that there is a one-for-one correspondence between real people and electronic identities on the CIDR (central ID repository). UIDAI face a risk. Suppose the biometrics let them down?
· In December 2010, UIDAI published the report on their proof of concept trial designed to test, among other things, whether biometrics are reliable enough to guarantee that every entry on the CIDR is unique. UIDAI's figures published in the report suggest that no, the biometrics are not reliable enough, Aadhaar will drown in a sea of false positives

Criticism

· There are many potential privacy fallouts of this project, not the least of which is triggered by the Government's official plan to link the databases together.

· Although there is sometimes a tension between individual privacy rights and national security, international law and India’s domestic law expressly set a standard in tort law and through constitutional law to protect an individual’s privacy from unlawful invasion. Under the International Covenant on Civil and Political Rights (ICCPR), ratified by India, an individual’s right to privacy is protected from arbitrary or unlawful interference by the state.
· Risks that arise from this centralization include possible errors in the collection of information, recording of inaccurate data, corruption of data from anonymous sources, and unauthorized access to or disclosure of personal information.
	1.What is UDIAI (Aadhaar)?


· Aadhaar is a 12-digit unique number which the Unique Identification Authority of India (UIDAI) will issue for all residents. The number will be stored in a centralised database and linked to the basic demographics and biometric information – photograph, ten fingerprints and iris – of each individual. The details of the data fields and verification procedures are available here.

Aadhaar will be:

· Easily verifiable in an online, cost-effective way

· Unique and robust enough to eliminate the large number of duplicate and fake identities in government and private databases

· A random number generated, devoid of any classification based on caste, creed, religion and geography
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2.UIDAI Technology.
· Application Architecture 
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Entities and Roles
I.UIDAI
The Authority will issue Aadhaar and set standards for enrolment and authentication, to be universally followed. Initially, UIDAI will design, develop, and deploy the Aadhaar Application with the help of service providers. Subsequently, the entire operation will be expanded and operated by an external service provider. In addition to providing the product and services, the UIDAI is also responsible for recruiting Registrars, approving enrolment agencies and providing a list of introducers among others. To further enhance the mission, UIDAI will also help in the creation of services that depend on the Aadhaar authentication.

II.Registrars
These are public and private organisations that are currently engaged in providing services to the residents, and which operate on behalf of the UIDAI to provide UIDAI services (such as enrolment) to their constituents. For example, profiles of Registrars include state governments, ministries and departments in the Central Government, banks and other financial institutions, telephone companies, etc. While Registrars may provide UIDAI services to all residents, they are not required to do so. Registrars may collect documentation – such as proof of residence, and proof of identity from residents. Registrars are required to store such documents, and have them available for later investigation/audits. Registrars may also receive and have access to some of the data specifically collected by the UIDAI, e.g. demographic data and photograph of the resident. Registrars may store the Aadhaar in their systems, as well as print it on artefacts provided to the resident (such as a card, or a letter). Certain Registrars may store biometric data such as fingerprint, and iris image in a secure manner on smart cards for offline authentication purposes. This data may not be stored on their servers or used for online authentication. To ease the process of registration for the marginalised sections of society, Registrars may provide a list of introducers who may introduce residents thus waiving certain proofs, as required by the KYR document. This list of introducers is Registrar specific. Registrars are also authenticators, and use the authentication interfaces to confirm the details for residents who may have already enrolled in UIDAI system. 

Sub-Registrars
These are departments or entities that report to specific Registrar. For instance, the line departments of the state government such as the Rural Development and Panchayati Raj (RDPR) department would be Sub-Registrars to the state government Registrar.
III. Enrolment Agency 
An agency contracted by the Registrar, subject to 

certification by the UIDAI, to stations on the field, and also create the necessary conditions for the optimal enrolment of residents. Enrolment agencies must collect demographic data prior to an enrolment drive. They must notify residents and UIDAI, of the enrolment schedule in advance. Enrolment agencies may be empanelled by the UIDAI for the assistance of the Registrars. However, the Registrars, will be free to engage any other enrolment agencies as well.
IV. Authenticator 
An authenticator is an agency that uses the UIDAI

system to authenticate a resident. Authenticators may use demographic data and/or biometric data in addition to the resident's Aadhaar. The authenticator must use the appropriate form of authentication that provides him/her with the necessary assurance for the transaction. Authenticators must register with the UIDAI and provide an estimated usage (primarily for the provisioning). Authenticators may have presence at multiple locations, at each of which they deploy authentication devices. Authenticators may be billed by the UIDAI for certain service levels. The billing relationship will require additional data. The number of authenticators is an important indicator of the health of the UIDAI system as diverse authenticators imply the availability of diverse services to the residents. UIDAI will also lead the way in enabling the creation of service platforms and standards that will allow authenticators to come on board easily.
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V. Overview of applications hosted in CIDR   
The application hosted by CIDR can be broadly categorised into core applications and supporting applications. In the core category we have the enrolment and authentication applications services. While the supporting category consists of applications required for administration, analytics, reporting, fraud detection interfaces to Logistics Provider and Contact Centre and the portal. 
The Enrolment Application serves the client enrolment request for providing an Aadhaar. The application orchestrates the enrolment workflow by integrating various sub-systems such as address normalisation, third party de-duplication, and Aadhaar generation. Manual exception workflow is required to resolve enrolment requests that cannot be resolved automatically. Basic letter printing and delivery functionality is available for servicing exceptions to normal workflow. 

The Authentication Application provides the identity authentication services. Various authentication request types such as demographic, biometric, simple or advanced authentications are supported by this application. The Aadhaar submitted is used for 1:1 match for the resident's record. The inputs are then matched against the resident information found in the biometric database. 

The Fraud Detection Application is deployed to detect and reduce identity fraud. For example, identifying fraud scenarios that the application needs to handle are: misrepresentation of information, multiple registrations by same resident, registration for non-existent residents. 
The Administrative Application takes care of user management, roles and access control, business process automation, and status reporting. It ensures a trust network across both internal and external entities. The external entities could be Registrars, Sub-Registrars, Enrolment Agencies, Field Agencies, Introducers and Authentication clients. For example, the application is required to manage user accounts for the Registrars or Introducers who vouch for identity of individuals who lack proper documentations. The internal entities could be system administrators, customer service agents or biometric and fraud detection agents. The application will allow administrators to track status of other applications, and provide mechanism to escalate failures or delays.

Biometric devices 
Fingerprint scanners and iris capture devices from three different vendors were used in the three PoC states. In Karnataka, the iris devices were from Iris ID (formerly LG Iris) and the fingerprint devices were from Morpho (formerly Sagem). In Bihar, the fingerprint scanner and the iris capture device were both from Crossmatch Technologies. In Andhra Pradesh, the fingerprint scanner and iris capture devices were both from L-1 Identity solutions. In Andhra Pradesh, both a single-eye iris capture device and a two-eye iris capture device were used. The Crossmatch iris devices were binocular type, the L-1 iris devices were hand-held, and the Iris ID iris devices were mounted on tripods, but could also be used as hand-held devices. Using multiple devices added further to the diversity of the PoC process and later enabled us to match images captured using different devices. 
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Preparation of enrolment agency and software :-   
Enrolment agencies who had already worked with the respective states on previous projects were chosen to implement the PoC by the respective state government agencies. The agencies were 4G ID solutions in Andhra Pradesh, Comat Technologies in Karnataka, and SmarTech Technologies (an arm of A reference implementation of the enrolment software was created to standardize the process and have a uniform look-and-feel of the application across all three states. However, since the devices used were different in each state, the enrolment software used in each state was a custom version which followed the reference design. The UID technology team worked with each of the three agencies to create the customized software to be used in the corresponding state. There were also variations in the capture process followed, particularly in iris capture, because of the variations in capture devices. 

A special feature of the enrolment software was that all biometric images went through a software quality check process. The quality check would indicate a pass or fail based on minimal acceptable quality of the image. If the quality check failed, the image would still be stored, but the operator would be required to recapture the image. The enrolment software entailed the operator to repeat the capture up to four times. The software ensured that the operator was not able to proceed to the next step until the recapture was done. 

One important aspect of the enrolment software was the capture of process data along with biometric and demographic data. Thus the number of capture attempts and timestamps captured at numerous points in the capture process were written into an XML file during enrolment. This enabled us to eventually carry out a detailed analysis of the process.
Glodyne) in Bihar. In parallel, biometric devices were procured for the PoC. The biometric devices procured were the following: iris capture devices, iris and face capture devices, slap fingerprint scanners, and single finger capture devices. 

The enrolment agencies had varying levels of biometric enrolment experience. The UID technology group worked with each agency to ensure adequate training and prescribed the process flow to be follo
	3. Why UIDAI (Aadhaar)?


Aadhaar-based identification will have two unique features:

· Universality, which is ensured because Aadhaar will over time be recognized and accepted across the country and across all service providers.

· Every resident's entitlement to the number. 

· The number will consequently form the basic, universal identity infrastructure over which Registrars and Agencies across the country can build their identity-based applications.

· Unique Identification of India (UIDAI) will build partnerships with various Registrars across the country to enroll residents for the number. Such Registrars may include state governments, state Public Sector Units (PSUs), banks, telecom companies, etc. These Registrars may in turn partner with enrolling agencies to enrol residents into Aadhaar. 

· Aadhaar will ensure increased trust between public and private agencies and residents. Once residents enrol for Aadhaar, service providers will no longer face the problem of performing repeated Know Your Customer (KYC) checks before providing services. They would no longer have to deny services to residents without identification documents. Residents would also be spared the trouble of repeatedly proving identity through documents each time they wish to access services such as obtaining a bank account, passport, or driving license etc.

· By providing a clear proof of identity, Aadhaar will empower poor and underprivileged residents in accessing services such as the formal banking system and give them the opportunity to easily avail various other services provided by the Government and the private sector. The centralised technology infrastructure of the UIDAI will enable 'anytime, anywhere, anyhow' authentication. Aadhaar will thus give migrants mobility of identity. Aadhaar authentication can be done both offline and online, online authentication through a cell phone or land line connection will allow residents to verify their identity remotely. Remotely, online Aadhaar-linked identity verification will give poor and rural residents the same flexibility that urban non-poor residents presently have in verifying their identity and accessing services such as banking and retail. Aadhaar will also demand proper verification prior to enrolment, while ensuring inclusion. Existing identity databases in India are fraught with problems of fraud and duplicate or ghost beneficiaries. To prevent these problems from seeping into the Aadhaar database, the UIDAI plans to enrol residents into its database with proper verification of their demographic and biometric information. This will ensure that the data collected is clean from the beginning of the program. However, much of the poor and under-privileged population lack identity documents and Aadhaar may be the first form of identification they will have access to. The UIDAI will ensure that its Know Your Resident (KYR) standards do not become a barrier for enrolling the poor and has accordingly developed an Introducer system for residents who lack documentation. Through this system, authorised individuals ('Introducers') who already have an Aadhaar, can introduce residents who don't have any identification documents, enabling them to receive their Aadhaar.
	4. Who can get an UIDAI(Aadhaar)?

	[image: image10.png]





· An individual who is a resident in India and satisfies the verification process laid down by the UIDAI can get an Aadhaar.
	5. How to get an UIDAI(Aadhaar)?
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· The process to get an Aadhaar will be circulated by the local media upon which residents need to go to the nearest Enrolment Camp to register for an Aadhaar. The resident primarily needs to carry certain documents which will be specified in the media advertisement.
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· Upon registering for Aadhaar, residents will go through a biometric scanning of ten fingerprints and iris. They will then be photographed and given an enrolment number upon completion. Depending on the enrolment agency, residents will be issued an UID number within 20 to 30 days.
6. Facts about the UID project:
1. Aadhaar (the UID number) is not mandatory. People can choose not to be a part of the exercise.
2. It is not restricted to Indian citizens only and is meant for residents of India, irrespective of their citizenship. An Aadhaar card does not establish citizenship of India, it is meant for identification.
3. Even people without proper identification documents can apply for Aadhaar. Authorised individuals, who already have an Aadhaar, can introduce residents who don't possess any documents to establish their identity to enable them to receive their Aadhaar.

4. Aadhaar will not replace other identification documents such as ration card or passport.

5. The UIDAI will collect only biometric and demographic information about an individual and will not ask for info on caste, religion or language.

6. Date of Birth is optional (for people who don't remember/know their date of birth) and approximate age will suffice.

7. Transgenders have been included in the options under gender and they need not classify themselves as male or female.

8. Residents of India have an option to link their UID number to their bank accounts. 

9. To get an UID number residents will have to go to the nearest Aadhaar enrollment camp, 
details of which will be published in the local media. Residents will have to carry along certain documents, mentioned in the advertisement. Residents will also be photographed and have their fingerprints and iris scanned. The Aadhaar numbers will be issued within 20-30 days.

10. The draft National Identification Authority of India bill has provisions against impersonation, providing false information and for protection of personal information collected by the UIDAI. Violations can attract penalties in the form of fines of up to Rs 1 crore and imprisonment extending up to a life term. 
7.Advantages 
· No Fakes 

· No Duplicates

· To the marginalized

· To the excluded

· Enable connectivity among databases Enable consolidation
· Financial Inclusion

· Security

· Access to Service

· Mobility in various Applications

· Building up of Applications
· Provide Identity to marginalized who are ‘outside’ the reach


of developmental programs today… focus on Inclusion

· Portable Identity ...enables mobility

· Avail ‘individual’ entitlements without the challenges of

benefits delivered today to ‘families’

· Electronic Benefit Transfers … reduced transaction cost to

access benefits.
Card can be multipurpose for us:
· Debit Card (Before transaction the person has to enter its last four digits of virtual Debit cards)
· Credit Card (before transaction the person have to enter its last four digits of virtual cards)
· No need to keep huge foreign currency or Indian rupee in India.
· Bank Account opening, No need to file any paper just swipe your and guarantor’s UID card.
· In NREGA/MNREGA the contractor will file your card code in his attendance register and you will get your payment in your bank account.
· Employer just enter his/ her UID at the time of joining, his/ her all record will update with current employer.
· Just fill only your UID card no. in Online Tax returns; it will automatically deduct your tax after rebate (LIC, 80G, and Investment). Here no need to get refund and govt. can save thousands of Cr. Rupees as refund interest.
· During the shopping in your area you have to swipe your card and insert the pin for transactions. For this banks have to reduce transition charges till 0.1% or free.
· This card will be our driving license. On this card a picture will be published of authorized driving vehicle. (White car for pvt., and yellow car for commercial).
· Our all the personal records like, height, finger prints and education will be feed available in it.
· No one cay buy or sell any property without UID card. Through it we can control the black money and confirm that how much property is belongs to with this person. Govt. can provide subsidy to whom have not any flat or property and get extra tax who have already flat or property
Benefits for the Government
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8.Conclusion: 
UID can be useful to control unknown property in India. We aware that most of the property has been purchased to illegal & corruption’s money. We also aware that it happens because of our politicians & corrupt officials. Now through UID we can watch & control on property & help to provide home to homeless in India.
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