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1.INTRODUCTION


A wireless LAN (WLAN) is a flexible data communication system implemented as an extension to, or as an alternative for, a wired LAN within a building or campus.  Using electromagnetic waves. WLANs transmit and receive data over the air, minimizing the need for wired connections.  Thus, WLANs combine data connectivity with user mobility, and, through simplified configuration, enable movable LANs.


Wireless LAN provides a new layer of flexibility and serves to environments and to users that cannot serve by the traditional LAN.  For users who are becoming highly mobile within their building environments, the wireless LAN could be the most effective way to couple them to their information and communication services.  In wireless LAN the user must stay with in contract space provided by the wireless communication system.

2.NEED FOR WIRELESS LAN


Over the past few years, wired LANs have lost their need and interest to wireless LANs due to the fact that some applications could not implement LANs.  For instance, consider a warehouse where there is a need to track vehicles, movements of goods, locations etc., in support of logistics and distribution activity.  Wiring LANs, the Moving users can be in direct two-way contact with the full resources of the enterprises information systems.  Similarly, situations in which people have to move around to various locations to perform their work are candidates for wireless LANs.  Such situations would include manufacturing stations, researchers, testers, and health care providers.


Wireless LANs can also move to higher power plateaus, which will extend their distances from hundreds of feet to several tens of thousands of feet.  In fact, with multiple capability of some of the wireless networks, this technology may be more far reaching than the wired world.  Adding wireless satellite broadcasting would give you a global capability.  These alternatives can make the wireless LAN world more flexible and support longer distances than the other options.

3. WLAN CONFIGURATION


The simplest WLAN configuration is an independent (or peer-to-peer) WLAN that connects a set of PCs with wireless adapters.  Any time two or more wireless adapters are within range of each other, they can set up an independent network.  These on-demand networks typically require no administration or reconfiguration.


Access points can extend the range of independent WLANs by acting as a repeater.  In infrastructure WLANs, multiple access points link the WLAN to the wired network and allow users to efficiently share network resources.  The access points not only provide communication with the wired network but also mediate wireless network traffic in the immediate neighborhood.  Multiple access points can provide wireless coverage for an entire building or campus.

4.HOW WLAN WORKS


The IEEE 802.11 standard represents the state of the art in wireless LANs.  This standard support's Direct Sequencing Spread Spectrum (DSSS), Frequency Hopping Spread Spectrum (FHSS) and Infrared technology.


In wireless LANs the user's or clients access the data or information form the server through the Access Point.  This access point is working as a bridge between Ethernet LAN and wireless LAN.  The media between client and access point is space.

The data is to be transferred in the form of Microwaves or Spread Spectrum or Infrared technique.  In all this the transmitters and receivers handle the data transfer between client and server.

1.SPREAD SPECTRUM TECHNOLOGY


Most wireless LAN systems use spread-spectrum technology, a wide band radio frequency technique developed by the military for use in reliable, secure, mission-critical communications systems.  Spread-spectrum is designed to trade off bandwidth efficiency for reliability, integrity, and security.  In other words, more bandwidth is consumed than in the case of narrow band transmission, but the tradeoff produces a signal that is, in effect, louder and thus easier to detect, provided that the receiver knows the parameters of the spread-spectrum signal being broadcast.  If a receiver is not tuned to the right frequency, a spread-spectrum signal looks like background noise.  There are two types of spread spectrum radio:

· FREQUENCY-HOPPING SPREAD SPECTRUM TECHNOLOGY

Frequency-hopping spread-spectrum (FHSS) uses a narrow band carrier that changes frequency in a pattern known to both transmitter and receiver.  Properly synchronized, the net effect is to maintain a single logical channel.  To an unintended receiver, FHSS appears to be short-duration impulse noise.

· DIRECT-SEQUENCE SPREAD SPECTRUM TECHNOLOGY

Direct-sequence spread-spectrum (DSSS) generates a redundant bit pattern for each bit to be transmitted.  This bit pattern is called a chip (or chipping code).  The longer the chip, the greater the probability that the original data can be recovered Even if one or more bits in the chip are damaged during transmission, statistical techniques embedded in the radio can recover the original data without the need for retransmission.  To an unintended receiver, DSSS appears as low-power wide band noise and is rejected (ignored) by most narrow band receivers.

2.INFRARED TECHNOLOGY


Infrared (IR) systems use very high frequencies, just below visible light in the electromagnetic spectrum, to carry data.  Like light, IR cannot penetrate opaque objects; it is either directed (line-of-sight) or diffuse technology.  Inexpensive directed systems provide very limited range (3 ft) and typically are used for LANs but occasionally are used in specific WLAN applications.  High performance directed IR is impractical for mobile users and is therefore used only to implement fixed sub networks.  Diffuse (or reflective) IR WLAN systems do not require line-of-sight, but cells are limited to individual room.

3.MICROWAVE TECHNOLOGY


Microwave WLANs use the frequencies in the 18GHz to 24GHz ranges to encapsulate and transfer the LAN data packets.  They are capable of a multiplexed traffic load and can be used beyond building limits. if permitted by the license.  The wireless LAN microwaves are a specialized part of the microwave spectrum, which is licensed for limited distance lower power operation.


The distance from microwave LANs depends on the number of hops between transceivers.  The single - hop distance is on the order of 80 to 100 feet.  There can be as unlimited number of hops in the overall network as long as the single hops confirm to the distance limitations.  Long distance microwave towers can send their waves to around 30 miles, depending upon the size of the tower.  This is done with high-power microwaves, where as the wireless LAN systems use for lower power and must limit their distance.

5.WIRELESS LANs VS WIRED LANs


Wireless LANs offer the same user or client services as available from wired LANs.  The client or user can access files on servers, perform remote operations and applications, transfer data, share resources, and interact with other facilities and users with in the network.  The major difference between wireless LANs and wired LANs is they are not connected to the wire or cable.  It is important that the wireless connections be reasonably transparent to the user.


Wireless LAN didn't follow any type of topology.  The clients can sit anywhere around the limitations.  But whereas in wired LAN there are so many arrangements like Bus topology, Ring topology, Star topology etc.,

ADVANTAGES OF WORELESS LANS

· ROAMING:

The user cannot design the boundaries of the wireless LAN world, which required some form of notice be given when they reach the limits, or the system must support some type of roaming that allows user to move from one area to another area and still retain services from the LAN's environment.

· SPEED:

As compared to wired LAN, wireless LAN services are found in the slower speeds of information transfer, the problems of security of transmission, and possibly error to noise factor.

But by using Spread Spectrum techniques the speed is increased.  IEEE 802.11 standard uses to produce 1 or 2Mbps data rates.  Now IEEE develops 802.11b standards that supports data transfer up to 11Mbps.

· COST:

Wireless LAN products are very low cost.

For example:

· 11Mbps lucent wave LAN 802.11b PC card costs only $169.

· Dell computer wireless LAN card cost is $139.

· Macintosh wireless LAN PC card costs only $99.

In Wireless LANs the Access Points are used as bridges to existing LANs, and also it include san IP router with network address translation, named as airport from Apple computer.  The cost of airport Access Point is only $299.

· FLEXIBILITY:

Flexible connectivity means that the user can choose how and when do they want to be connected to the wireless LAN services.  Some will choose such a contact basis, or an occasional basis.  The key concept is the ability to obtain services where and when they are needed without regard to the specific positioning or location of the servicing units.

To connect the users to a broad range of services and/or to different networks as the need or location may dictate.  Flexible connectivity by providing an automatic recognition of roaming users and the ability to hop across various networks to obtain information and services.

· FAST SETUP:

The advantage of wireless LAN is the ability to initiate a fast setup or a quick move of the technology and continue to offer connectivity services.  The flexibility of wireless LANs to be installed quickly and come up running minimal setup and initiation makes them a logical choice for most emergency or temporary settings example fire, sports, etc.,

· SECURITY:

One of the most important things in wired LAN or wireless LAN is the security.  The network administrator is to be concerned about security, on any type of network.  Disgruntled former employees, hackers, viruses, internet-based attacks are an unfortunate fact of life in any form of networking today.

Here we discus the threats to the security of any network, how they relate to wireless LANs.

It is odd to those who specialize in WLANs that a significant degree of concern regarding security is evident among users and managers of wired LANs.  The concern, however, does not extend to the wire; the security information on this wire.

Wireless LAN has all the properties of wired LAN except wire, and thus the security measures that is integrity and security of data in a wired LAN environment are also applicable to the wireless LAN.  The only difference between these is at the physical layer; all other network services are same.

Any network is to subject to substantial security risks and issues.  These include:

· Physical security

· User authorization

  PHYSICAL SECURITY:


WIRED LAN:

Given the obvious reliance of wired LANs on a wired physical plant, anyone gaining access to that wire can damage the network or compromise the integrity and security of information on it.  LAN traffic can be interpreted and decoded with commonly available software tools once one has physical access to the LAN cabling.  The network administrators have to set the proper security levels to their users.

WIRELESS LAN:

In wireless LAN, eliminating significant amounts of wire from a given installation dramatically reduces the number of places for wire trappers to gain access to the wired physical plant.  Wireless LANs involve the use of a wired backbone network for access-point interconnection; the amount of wire is very small.


USER AUTHORIZATION:



WIRED LAN:

Another area of concern for security conscious network administrators is the growing use of the Internet.  Often, if users from inside can get out to the Internet, then users from outside can get into a network if proper precautions have not been taken.  And also not only in the Internet but also to any remote-LAN-access capabilities that might be installed.  Remote accesses products that allow traveling sales and marketing people to dial in for their e-mail, Internets.



WIRELESS LAN:

Most wireless LAN products have the ability, as an authentication management function, to specifically authorize exclude individual wireless stations.  Thus an individual user can be included in a network at any time, locked out.  Users may also need to know a wide variety of information, including radio domains, channels security ids, and passwords.  Thus network administrators can make authorized network access very difficult even for hackers who possess the specific wireless equipment being used at a give site.

6.WIRELESS LAN CONNECTIONS & OPERATIONS:


If any client in the wireless LAN want to communicate with other clients or with the server the connection most be established.  There are three types of connections, these are

1. ONE-TO-ONE OPERATIONS 

2. ONE-TO-MANY OPERATIONS

3. MANY-TO-MANY OPERATIONS

ONE-TO-ONE OPERATIONS:


One-to-one wireless LAN operations can take place when a single portable unit wants to make data contact with a single fixed server unit.  A typical example would be a laptop or notebook computer coupled to fixed desktop computer station.  This would allow for the inter transfer of data, files, programs, and other information between the portable unit and the fixed station.  The fixed station can be the connection to the wired LAN world and form a bridge for passing information between the use and the rest of the world.


The one-to-one wireless LAN covers limited space and traffic. It is under the direct control of the user.  Personal digital assistants, laptop computers are the one-to-one connections.

ONE-TO-MANY OPERATIONS:


When wireless LAN users want to access several servers with in their networked, they are coupling to a one-to-many relationship.  This connection is more complex than the one-to-one relationship.


One-to-many connections are probably the most common connections from a user's viewpoint.  This allows the user to have apparent access to a full range of resources via the wireless LAN technology.  This allows the coupling of the user to a wide variety of the systems resources while still retaining the mobility and flexibility of the end user.  The one-to-many connections is defined by the user operations and actions and controlled by an administrative management process that is built into the overall network control level of the system.  As one-to-many connections make use of a combination of wireless and wired connections, the control levels need to be logically rather than physically defined.

MANY-TO-MANY OPERATIONS:


Many-to-many operations consist of various mobile user clients coupled to a variety of resources over a wireless LAN.  The many-to-many operation is an extension of the one-to-many situation.  It again complexity and management requirements to keep the users straight and their service requests properly addressed and handled.  As multiple mobile users are being supported in most organizations, this form ends up as the most typical form of connectivity.


The major aspect of many-to-many is the management of the requests and returns of information to and forms the mobile end users.  The services may be performed via a mix of wireless and wired networks from resources that could be anywhere in the organization's network world.

7. LONG-DISTANCE WIRELESS LAN TECHNIQUES


Wireless LAN's are usually thought of as a being localized, limited-distance systems.  These technologies are all long distance wireless connectivity between LANs.  Some of them can extend the connecting distances to several miles and others can literally link systems around to globe.

CELLULAR CONNECTION


Cellular services are based on wireless radio wave networking.  Primarily oriented to voice communications and built on analog waveforms, the cellular service networks provide limited-distance cell to cell connectivity and interfacing to the wireless communication world.


Cellular connections can be treated as a special remote extension of a wireless LANs.  They can provide limited speed connectivity and data services to a variety of remote users. The key to the cellular services for connecting to a remote LAN is that they are relatively intensive. With the roaming services, users can have abroad spatial coverage for their travels and still maintain some form of contact with their remote data services environments.  The wireless contact can be maintained with LAN data systems from almost anywhere via the cellular services.


Cellular services are now moving from their analog to a full digital signal process.  This will provide more channels of service and greatly improve the reliability and management of the signal flow process. The all-digital cellular services will also make it easier to transfer data between cellular user and their remote LAN environments.

LOWEARTH ORBITING SATELITES


One of the new distance services for LAN-to-LAN interconnection in the use of satellites travelling in low earth orbits to receive upward transmissions, hop them Bette nether satellites in the same orbit and then beam the signals back to earth and the receiving system.


LEOs will no only provide wireless linkage to another networks and services and they will also strive to be worldwide.


The LEOs will offer a broad range of services that will include anywhere, any time access by users to their large data networks.


The linkage in LEO projects in wireless from the base level user environment up to the local satellite that is passing overhead at the time of transmission, wireless from satellite to satellite until the signal is over the receiving territory, and then wireless down to the addressed receiver.

MEDIUM EARTH ORBIT SATTELITE:

MEOs are close cousins to the LEOs except they are placed in to a higher earth this follows fewer satellites to cover more surface sdpace.the trade off is that each satellites will have to handle more traffic and timings to and higher orbit will need to be factored in to the transmission equation it will also cause more launch the higher orbit satellites.

The satellite hoping and space switching process will be similar that of the LEOs,MEOs will also offer communications and interconnect srvices on global basis.

VSAT SATELLITE:


The very small aperture satellite (VSAT), which use small 18 to30 inch dissuasion the ground and another attractive form of wireless LAN communications these will high altitude geo stationary satellite and provide a range medium and high speed interconnectivity services.

8.APPLICATIONS OF WIRELESS LAN:


Here is the brief description about the various industries and work environments, which can benefit from deploying form wireless LAN solutions. WLAN solutions are permitting into wide range of industries such as health care, education, warehousing and office environment, more and more customers for WLANs are recognizing the benefits offered.


1.Healthcare:

Health care institutions exist to help people get well and stay well but this critical mission is often happened by all the paperwork for admissions to patient records from billing to insurance report the time spent to keep them is not.


The WLAN technology can help healthcare professional such as:

· Keep patient records current and accessible.

· Maintain network connectivity for mobile, roaming staff.

· Link departmental wired LANs in separate buildings to central facilities.

2. Education:



Today there is more to delivering education than face-to face contact the internet, distance learning, and computer based training allow instructors, students, and resources to be located across a continent.

WLAN can help educators and administrators meet a variety of education's such as:

· Low-cost campus area networks for access to local and Internet services.

· Flexible, temporary LANs located quickly.

· Network access to roaming students.

4. Office:

Earlier days, working in an office meant that every day you worked in the same location at the same desk with the same computer. When you worked at the other end of the building you left behind everything, today the picture is fading, and the picture that's coming into focus feature flexible office configurations and a mobile workforce.

With WLAN people can done their work done and make office infrastructure more efficient such as:

· Reliable connectivity for individual workers and whole workgroups to networked applications and data from any office location.

· Sales and service persons spend almost all their time out of the office it is possible to connect the m officers.

9.CONCLUSION:



We conclude that wireless LAN is more flexible and it is low cost than wired Lan.we can access the data from any where in the globe with out connect to the other clients or servers. Nowadays it is not used by the most of people, but in the coming future it is sure that this WLAN will occupy entire globe.

APPENDIX
WLAN
-
WIRELESS LOCAL AREA NETWORK

DSSS

-
DIRECT SEQUENCING SPREAD SPECTRUM
FHSS

-
FREQUENCY HOPPING SPREAD SPECTRUM
IR

-
INFRARED 

LAN 

-
LOCAL AREA NETWORK

LEO

-
LOW EARTH ORBIT

MEO

-
MEDIUM EARTH ORBIT 

VSAT
-
VERY SMALL APERTURE SATELLITE
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